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Preface

This manual describes all features of the Oracle server, an object-relational database
management system. It describes how the Oracle server functions and lays a
conceptual foundation for much of the practical information contained in other
Oracle server manuals. Information in this manual applies to the Oracle server
running on all operating systems.

Oracle9i and Oracle9i Enterprise Edition

Oracle9i Database Concepts contains information that describes the functionality of
the Oracle9i (also known as the standard edition) and the Oracle9i Enterprise
Edition products. Oracle9i and Oracle9i Enterprise Edition have the same basic
features. However, several advanced features are available only with the Enterprise
Edition, and some of these are optional. For example, to use application failover,
you must have the Enterprise Edition with the Real Application Clusters option.

For information about the differences between Oracle9i and the Oracle9i Enterprise
Edition and the features and options that are available to you, see Oracle9i Database
New Features.

This preface contains these topics:
« Audience

« Organization

« Related Documentation

« Conventions

« Documentation Accessibility
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Audience

This manual is intended for database administrators, system administrators, and
database application developers.

To use this document, you need to know the following:
« Relational database concepts in general
« Concepts and terminology in Chapter 1, "Introduction to the Oracle Server"

« The operating system environment under which you are running Oracle

Organization

This document contains:
Part I: What Is Oracle?

Chapter 1, "Introduction to the Oracle Server"

This chapter provides an overview of the concepts and terminology you need for
understanding the Oracle data server. You should read this overview before using
the detailed information in the remainder of this manual.

Chapter 2, "Oracle Server Features"
This chapter provides an overview of some of the features of the Oracle server.

Part Il: Database Structures

Chapter 3, "Data Blocks, Extents, and Segments"

This chapter discusses how data is stored and how storage space is allocated for
and consumed by various objects within an Oracle database.

Chapter 4, "Tablespaces, Datafiles, and Control Files"

This chapter discusses how physical storage space in an Oracle database is divided
into logical divisions called tablespaces. It also discusses the physical operating
system files associated with tablespaces (datafiles) and files used in recovery
(control files).
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Chapter 5, "The Data Dictionary"

This chapter describes the data dictionary, which is a set of reference tables and
views that contain read-only information about an Oracle database.

Part Ill: The Oracle Instance

Chapter 6, "Database and Instance Startup and Shutdown"

This chapter describes an Oracle instance and explains how the database
administrator can control the accessibility of an Oracle database system. This
chapter also describes the parameters that control how the database operates.

Chapter 7, "Distributed Processing"

This chapter discusses distributed processing environments in which the Oracle
data server can operate.

Chapter 8, "Memory Architecture"
This chapter describes the memory structures used by an Oracle database system.

Chapter 9, "Process Architecture”

This chapter describes the process architecture of an Oracle instance and the
different process configurations available for Oracle.

Chapter 10, "Database Resource Management"

This chapter describes how the Database Resource Manager can be used to control
resource use.

Part IV: The Object-Relational DBMS

Chapter 11, "Schema Objects”

This chapter describes the database objects that can be created in the domain of a
specific user (a schema), including tables, views, numeric sequences, and
synonyms. Optional structures that make data retrieval more efficient, including
indexes, materialized views, dimensions, and clusters, are also described.

Chapter 12, "Partitioned Tables and Indexes"

This chapter describes how partitioning can be used to split large tables and indexes
into more manageable pieces.
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Chapter 13, "System-Provided Datatypes”

This chapter describes the types of relational data that can be stored in an Oracle
database table, such as fixed- and variable-length character strings, numbers, dates,
and binary large objects (BLOBS).

Chapter 14, "User-Defined Datatypes"
This chapter gives an overview of the object extensions that Oracle provides.

Chapter 15, "Object Views"
This chapter describes the extensions to views provided by the Oracle data server.

Part V: Data Access

Chapter 16, "SQL, PL/SQL, and Java"

This chapter briefly describes SQL (Structured Query Language), the language used
to communicate with Oracle, as well as PL/SQL, the Oracle procedural language
extension to SQL. It also discusses the procedural language constructs called
procedures, functions, and packages, which are PL/SQL program units that are
stored in the database.

Chapter 17, "Transaction Management"

This chapter defines the concept of transactions and explains the SQL statements
used to control them. Transactions are logical units of work that are executed
together as a unit.

Chapter 18, "Triggers"

This chapter discusses triggers, which are procedures written in PL/SQL, Java, or C
that execute (fire) implicitly whenever a table or view is modified or when some
user actions or database system actions occur.

Chapter 19, "Dependencies Among Schema Objects”

This chapter explains how Oracle manages the dependencies for objects such as
procedures, packages, triggers, and views.
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Part VI: Parallel SQL and Direct-Path INSERT

Chapter 20, "Parallel Execution of SQL Statements"

This chapter describes parallel execution of SQL statements (queries, DML, and
DDL statements) and explains the rules for parallelizing SQL statements.

Chapter 21, "Direct-Path INSERT"

This chapter describes the Oracle direct-path | NSERT feature for serial or parallel
inserts, and the NOLOGGE NG clause.

Part VII: Data Protection

Chapter 22, "Data Concurrency and Consistency"

This chapter explains how Oracle provides concurrent access to and maintains the
accuracy of shared information in a multiuser environment. It describes the
automatic mechanisms that Oracle uses to guarantee that the concurrent operations
of multiple users do not interfere with each other.

Chapter 23, "Data Integrity"
This chapter discusses data integrity and the declarative integrity constraints that

you can use to enforce data integrity.

Chapter 24, "Controlling Database Access"
This chapter describes how to control user access to data and database resources.

Chapter 25, "Privileges, Roles, and Security Policies"
This chapter discusses security at the system and schema object levels.

Chapter 26, "Auditing"
This chapter discusses how the Oracle auditing feature tracks database activity.

Appendix A
This appendix lists all the operating system specific references within this manual.

Glossary
The glossary defines terms used in this manual.
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For more information, see these Oracle resources:
« Oracle9i Database Migration for information about upgrading and migration

« Oracle9i Database Administrator’s Guide for information about how to administer
the Oracle server

«  Oracle9i Application Developer’s Guide - Fundamentals for information about
developing Oracle database applications

«  Oracle9i Database Performance Methods for information about optimizing
performance of an Oracle database

«  Oracle9i Data Warehousing Guide for information about data warehousing and
business intelligence

Many books in the documentation set use the sample schemas of the seed database,
which is installed by default when you install Oracle. Refer to Oracle9i Sample
Schemas for information on how these schemas were created and how you can use
them yourself.

In North America, printed documentation is available for sale in the Oracle Store at
http://oracl estore. oracl e. cont

Customers in Europe, the Middle East, and Africa (EMEA) can purchase
documentation from

ht t p: / / waw or acl ebookshop. cond

Other customers can contact their Oracle representative to purchase printed
documentation.

To download free release notes, installation documentation, white papers, or other
collateral, please visit the Oracle Technology Network (OTN). You must register
online before using OTN; registration is free and can be done at

http://technet. oracl e. comt nenber shi p/ i ndex. ht m

If you already have a username and password for OTN, then you can go directly to
the documentation section of the OTN Web site at

http://technet. oracl e. com docs/ i ndex. ht m
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Conventions

This section describes the conventions used in the text and code examples of this

documentation set. It describes:
« Conventions in Text

« Conventions in Code Examples

Conventions in Text

We use various conventions in text to help you more quickly identify special terms.
The following table describes those conventions and provides examples of their use.

Convention Meaning Example
Bold Bold typeface indicates terms that are When you specify this clause, you create an
defined in the text or terms that appear in index-organized table.
a glossary, or both.
Italics Italic typeface indicates book titles or Oracle9i Database Concepts
emphasis. Ensure that the recovery catalog and target
database do not reside on the same disk.
UPPERCASE Uppercase monospace typeface indicates  You can specify this clause only for a NUMBER
nonospace elements supplied by the system. Such column.
(fixed-wi dth elementsinclude parameters, privileges, .
font) datatypes, RMAN keywords, SQL You can back up the database by using the

keywords, SQL*Plus or utility commands,
packages and methods, as well as
system-supplied column names, database
objects and structures, usernames, and
roles.

BACKUP command.

Query the TABLE_NAME column in the USER _
TABLES data dictionary view.

Use the DBMS_STATS.GENERATE_STATS
procedure.
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Convention

Meaning

Example

| ower case Lowercase monospace typeface indicates Enter sql pl us to open SQL*Plus.
nonospace executables, filenames, directory names, . e - .
(fixed-wi dth andsample user-supplied elements. Such The password is specified in the or apwd file.
font) elements include computer and database Back up the datafiles and control files in the
names, net service names, and connect / di sk1/ oracl e/ dbs directory.
identifiers, as well as user-supplied .
database objects and structures, column Thg ?eparF men@ a' d’I depart rrpnth_nane,
names, packages and classes, usernames ﬁn d ocation_l coblumns are in the
and roles, program units, and parameter r.departnents table.
values. Set the QUERY_REWRI TE_ENABLED
Note: Some programmatic elements use a initialization parameter to t r ue.
mixture of UPPERCASE and lowercase. Connect as oe user.
Enter these elements as shown. The JRepUti | class implements these
methods.
| oner case Lowercase monospace italic font You can specify the par al | el _cl ause.
??szg?s\fdt A represents placeholders or variables. Run Uol d_r el ease. SQL where ol d_
font) italic r el ease refers to the release you installed
prior to upgrading.
Conventions in Code Examples
Code examples illustrate SQL, PL/SQL, SQL*Plus, or other command-line
statements. They are displayed in a monospace (fixed-width) font and separated
from normal text as shown in this example:
SELECT user nane FROM dba_users WHERE user nane = ' M GRATE ;
The following table describes typographic conventions used in code examples and
provides examples of their use.
Convention Meaning Example
[] Brackets enclose one or more optional DECI MAL (digits [ , precision ])
items. Do not enter the brackets.
{} Braces enclose two or more items, one of { ENABLE | DI SABLE}
which is required. Do not enter the braces.
| A vertical bar represents a choice of two  { ENABLE | DI SABLE}
or more options within brackets or braces. [ COMPRESS | NOCOMPRESS]

Enter one of the options. Do not enter the
vertical bar.
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Convention Meaning Example
Horizontal ellipsis points indicate either:
«  That we have omitted parts of the CREATE TABLE ... AS subquery;
code that are not directly related to
the example
«  That you can repeat a portion of the SELECT co! 1, col2, ..., coln FROM
enpl oyees;
code
Vertical ellipsis points indicate that we
have omitted several lines of code not
directly related to the example.
Other notation You must enter symbols other than acctbal NUMBER(11, 2);
brackets, braces, vertical bars, and ellipsis acct CONSTANT NUMBER(4) : = 3:

Italics

UPPERCASE

| oner case

points as shown.

Italicized text indicates placeholders or
variables for which you must supply
particular values.

Uppercase typeface indicates elements
supplied by the system. We show these
terms in uppercase in order to distinguish
them from terms you define. Unless terms
appear in brackets, enter them in the
order and with the spelling shown.
However, because these terms are not
case sensitive, you can enter them in
lowercase.

Lowercase typeface indicates
programmatic elements that you supply.
For example, lowercase indicates names
of tables, columns, or files.

Note: Some programmatic elements use a
mixture of UPPERCASE and lowercase.
Enter these elements as shown.

CONNECT SYSTEM syst em password
DB NAME = dat abase nane

SELECT | ast _nane,
enpl oyees;

SELECT * FROM USER TABLES;
DROP TABLE hr. enpl oyees;

enpl oyee_id FROM

SELECT | ast _nane,
enpl oyees;

enpl oyee_id FROM

sql plus hr/hr
CREATE USER njones | DENTI FIl ED BY t y3MB;

Documentation Accessibility

Oracle’s goal is to make our products, services, and supporting documentation
accessible to the disabled community with good usability. To that end, our
documentation includes features that make information available to users of
assistive technology. This documentation is available in HTML format, and contains
markup to facilitate access by the disabled community. Standards will continue to
evolve over time, and Oracle is actively engaged with other market-leading
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technology vendors to address technical obstacles so that our documentation can be
accessible to all of our customers. For additional information, visit the Oracle
Accessibility Program Web site at

htt p: //waw or acl e. comd accessi bi | ity/
JAWS, a Windows screen reader, may not always correctly read the code examples

in this document. The conventions for writing code require that closing braces

should appear on an otherwise empty line; however, JAWS may not always read a
line of text that consists solely of a bracket or brace.
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Part |

What Is Oracle?

Part | provides an overview of Oracle server concepts and terminology. It contains
the following chapters:

« Chapter 1, "Introduction to the Oracle Server"

« Chapter 2, "Oracle Server Features"



Oracle9i Database Concepts



1

Introduction to the Oracle Server

This chapter provides an overview of the Oracle server. The topics include:

Introduction to Databases and Information Management

Database Structure and Space Management

Memory Structure and Processes

The Object-Relational Model for Database Management

Data Concurrency and Consistency Overview

Startup and Shutdown Operations

Note: This chapter contains information
and the Oracle9i Enterprise Edition. Some

relating to both Oracle9i
of the features and

options documented in this chapter are available only if you have

purchased the Oracle9i Enterprise Edition

. See Oracle9i Database

New Features for information about the differences between Oracle9i

and the Oracle9i Enterprise Edition.

Introduction to the Oracle Server
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Introduction to Databases and Information Management

Introduction to Databases and Information Management

A database server is the key to solving the problems of information management. In

general, a server must reliably manage a large amount of data in a multiuser
environment so that many users can concurrently access the same data. All this
must be accomplished while delivering high performance. A database server must
also prevent unauthorized access and provide efficient solutions for failure

recovery.

The Oracle server provides solutions with the following features:

Client/server
environments
(distributed
processing)

Large databases
and space
management

Many concurrent
database users

Connectibility

High transaction
processing
performance

High availability

Controlled
availability
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To take full advantage of a given computer system or
network, Oracle enables processing to be split between the
database server and the client application programs. The
computer running the database management system handles
all of the database server responsibilities while the
workstations running the database applications concentrate
on the interpretation and display of data.

Oracle supports the largest databases, which can contain
terabytes of data. To make efficient use of expensive
hardware devices, Oracle enables full control of space usage.

Oracle supports large numbers of concurrent users executing
a variety of database applications operating on the same
data. It minimizes data contention and guarantees data
concurrency.

Oracle software enables different types of computers and
operating systems to share information across networks.

Oracle maintains the preceding features with a high degree
of overall system performance. Database users do not
experience slow processing performance.

At some sites, Oracle works 24 hours a day with no down
time to limit database throughput. Normal system
operations such as database backup and partial computer
system failures do not interrupt database use.

Oracle can selectively control the availability of data, at the
database level and below. For example, an administrator can
disallow use of a specific application so the application’s
data can be reloaded without affecting other applications.
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Openness, industry
standards

Manageable
security

Database enforced
integrity

Portability

Compatibility

Distributed systems

Oracle adheres to industry accepted standards for the data
access language, operating systems, user interfaces, and
network communication protocols. It is an open system that
protects a customer’s investment.

Oracle also supports the Simple Network Management
Protocol (SNMP) standard for system management. This
protocol enables administrators to manage heterogeneous
systems with a single administration interface.

To protect against unauthorized database access and use,
Oracle provides security features to limit and monitor data
access. These features make it easy to manage even the most
complex design for data access.

Oracle enforces data integrity, business rules that dictate the
standards for acceptable data. This reduces the costs of
coding and managing checks in many database applications.

Oracle software works under different operating systems.
Applications developed for Oracle can be ported to any
operating system with little or no modification.

Oracle software is compatible with industry standards,
including most industry standard operating systems.
Applications developed for Oracle can be used on virtually
any system with little or no modification.

For networked, distributed environments, Oracle combines
the data physically located on different computers into one
logical database that can be accessed by all network users.
Distributed systems have the same degree of user
transparency and data consistency as nondistributed
systems, yet they receive the advantages of local database
management.

Oracle also offers the heterogeneous option that enables
users to access data on some non-Oracle databases
transparently.
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Replicated Oracle software lets you replicate groups of tables and their

environments supporting objects to multiple sites. Oracle supports
replication of both data- and schema-level changes to these
sites. Oracle’s flexible replication technology supports basic
primary site replication as well as advanced dynamic and
shared-ownership models.

The following sections provide a comprehensive overview of the Oracle
architecture. Each section describes a different part of the overall architecture.

The Oracle Server

The Oracle server is an object-relational database management system that provides
an integrated approach to information management. An Oracle server consists of an
Oracle database and an Oracle server instance.

An Oracle Instance

Every time a database is started, a system global area (SGA) is allocated and Oracle
background processes are started. The system global area is an area of memory used
for database information shared by the database users. The combination of the
background processes and memory buffers is called an Oracle instance.

An Oracle instance has two types of processes: user processes and Oracle processes.

= A user process executes the code of an application program (such as an Oracle
Forms application) or an Oracle Tool (such as Oracle Enterprise Manager).

« Oracle processes are server processes that perform work for the user processes
and background processes that perform maintenance work for the Oracle
server.

Oracle9i Real Application Clusters: Multiple Instance Systems

Note: Real Application Clusters are available only if you have
purchased the Oracle9i Enterprise Edition. See Oracle9i Database
New Features for details about the features and options available
with Oracle9i Enterprise Edition.

Some hardware architectures (for example, shared disk systems) enable multiple
computers to share access to data, software, or peripheral devices. Oracle9i with
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Real Application Clusters can take advantage of such architecture by running
multiple instances that share a single physical database. In most applications, Real
Application Clusters enable access to a single database by the users on multiple
machines with increased performance.

Real Application Clusters are inherently high availability systems. The clusters that
are typical of Real Application Clusters environments can provide continuous
service for both planned and unplanned outages.

See Also: Oracle9i Real Application Clusters Concepts for more
information about Real Application Clusters and high availability

Database Structure and Space Management

An Oracle database is a collection of data that is treated as a unit. The purpose of a
database is to store and retrieve related information. The database has logical
structures and physical structures. Because the physical and logical structures are
separate, the physical storage of data can be managed without affecting the access
to logical storage structures.

Logical Database Structures

The logical structures of an Oracle database include tablespaces, schema objects,
data blocks, extents, and segments.

Tablespaces

A database is divided into logical storage units called tablespaces, which group
related logical structures together. For example, tablespaces commonly group all of
an application’s objects to simplify some administrative operations.

Databases, Tablespaces, and Datafiles The relationship among databases, tablespaces,
and datafiles (datafiles are described in the next section) is illustrated in Figure 1-1.
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Figure 1-1 Databases, Tablespaces, and Datafiles

Database

System Tablespace
DATA3.0RA

DATAL1.ORA DATA2.0RA
1 Mb 1 Mb 4 Mb

This figure illustrates the following:
« Each database is logically divided into one or more tablespaces.

= One or more datafiles are explicitly created for each tablespace to physically
store the data of all logical structures in a tablespace.

« The combined size of a tablespace’s datafiles is the total storage capacity of the
tablespace (SYSTEM tablespace has 2 MB storage capacity while USERS
tablespace has 4 MB).

« The combined storage capacity of a database’s tablespaces is the total storage
capacity of the database (6 MB).

Online and Offline Tablespaces Description A tablespace can be online (accessible) or
offline (not accessible). A tablespace is normally online so that users can access the
information within the tablespace. However, sometimes a tablespace is taken offline
to make a portion of the database unavailable while allowing normal access to the
remainder of the database. This makes many administrative tasks easier to perform.

Schemas and Schema Objects

A schema is a collection of database objects. Schema objects are the logical
structures that directly refer to the database’s data. Schema objects include such
structures as tables, views, sequences, stored procedures, synonyms, indexes,
clusters, and database links.
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Note: There is no relationship between a tablespace and a schema.
Obijects in the same schema can be in different tablespaces, and a
tablespace can hold objects from different schemas.

See Also: "Description of Schemas and Schema Objects” on
page 1-24 for more information about schema objects

Description of Data Blocks, Extents, and Segments

Oracle enables fine-grained control of disk space use through the logical storage
structures, including data blocks, extents, and segments.

See Also: Chapter 3, "Data Blocks, Extents, and Segments"

Oracle Data Blocks At the finest level of granularity, Oracle database data is stored in
data blocks. One data block corresponds to a specific number of bytes of physical
database space on disk. The standard block size is specified by the initialization
parameter DB_BLOCK Sl ZE. In addition, Oracle9i, Release 1 (9.0.1), permits
specification of up to five nonstandard block sizes. A database uses and allocates
free database space in Oracle data blocks.

See Also: "Nonstandard Block Sizes" on page 4-13 for information
about using nonstandard block sizes

Extents The next level of logical database space is called an extent. An extent is a
specific number of contiguous data blocks, obtained in a single allocation, used to
store a specific type of information.

Segments The level of logical database storage above an extent is called a segment.
A segment is a set of extents allocated for a certain logical structure. For example,
the different types of segments include:

Data segment Each nonclustered table has a data segment. All of the table’s
data is stored in the extents of its data segment. For a
partitioned table, each partition has a data segment.

Each cluster has a data segment. The data of every table in
the cluster is stored in the cluster’s data segment.

Index segment Each index has an index segment that stores all of its data.
For a partitioned index, each partition has an index segment.
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Rollback segment  If you are operating in manual undo management mode, one
or more rollback segments for a database are created by the
database administrator to temporarily store undo
information.

The information in a rollback segment is used:

= To generate read-consistent database information
« During database recovery

« To roll back uncommitted transactions for users

If you are operating in automatic undo management mode,
the database server manages undo space using tablespaces.
See "Automatic Undo Management" on page 2-29 for more
information about using automatic undo management

mode.
Temporary Temporary segments are created by Oracle when a SQL
segment statement needs a temporary work area to complete

execution. When the statement finishes execution, the
temporary segment’s extents are returned to the system for
future use.

Oracle dynamically allocates space when the existing extents of a segment become
full. Therefore, when the existing extents of a segment are full, Oracle allocates
another extent for that segment as needed. Because extents are allocated as needed,
the extents of a segment may or may not be contiguous on disk.

See Also:

« "Read Consistency" on page 1-32

« "Database Backup and Recovery Overview" on page 2-25

Physical Database Structures

The following sections explain the physical database structures of an Oracle
database, including datafiles, redo log files, and control files.

Datafiles

Every Oracle database has one or more physical datafiles. The datafiles contain all
the database data. The data of logical database structures, such as tables and
indexes, is physically stored in the datafiles allocated for a database.

1-8 Oracle9i Database Concepts



Database Structure and Space Management

The characteristics of datafiles are:
« A datafile can be associated with only one database.

« Datafiles can have certain characteristics set to let them automatically extend
when the database runs out of space.

= One or more datafiles form a logical unit of database storage called a tablespace,
as discussed earlier in this chapter.

Data in a datafile is read, as needed, during normal database operation and stored
in the memory cache of Oracle. For example, assume that a user wants to access
some data in a table of a database. If the requested information is not already in the
memory cache for the database, it is read from the appropriate datafiles and stored
in memory.

Modified or new data is not necessarily written to a datafile immediately. To reduce
the amount of disk access and increase performance, data is pooled in memory and
written to the appropriate datafiles all at once, as determined by the database writer
(DBWNn) background process of Oracle.

See Also: "Memory Structure and Processes" on page 1-12 for
more information about Oracle’s memory and process structures
and the algorithm for writing database data to the datafiles

Redo Log Files

Every Oracle database has a set of two or more redo log files. The set of redo log
files for a database is collectively known as the database’s redo log. A redo log is
made up of redo entries (also called redo records).

The primary function of the redo log is to record all changes made to data. If a
failure prevents modified data from being permanently written to the datafiles, the
changes can be obtained from the redo log so work is never lost.

Redo log files are critical in protecting a database against failures. To protect against
a failure involving the redo log itself, Oracle allows a multiplexed redo log so that
two or more copies of the redo log can be maintained on different disks.

The information in a redo log file is used only to recover the database from a system
or media failure that prevents database data from being written to a database’s
datafiles.

For example, if an unexpected power outage terminates database operation, data in
memory cannot be written to the datafiles and the data is lost. However, any lost
data can be recovered when the database is opened, after power is restored. By
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applying the information in the most recent redo log files to the database’s datafiles,
Oracle restores the database to the time at which the power failure occurred.

The process of applying the redo log during a recovery operation is called rolling
forward.

See Also: "Database Backup and Recovery Overview" on
page 2-25 for more information about redo log files

Control Files

Every Oracle database has a control file. A control file contains entries that specify
the physical structure of the database. For example, it contains the following types
of information:

« Database name
« Names and locations of datafiles and redo log files
« Time stamp of database creation

Like the redo log, Oracle lets the control file be multiplexed for protection of the
control file.

The Use of Control Files Every time an instance of an Oracle database is started, its
control file is used to identify the database and redo log files that must be opened
for database operation to proceed. If the physical makeup of the database is altered
(for example, a new datafile or redo log file is created), the control file is
automatically modified by Oracle to reflect the change.

A control file is also used if database recovery is necessary.

See Also: "Database Backup and Recovery Overview" on
page 2-25 for more information about the use of control files in
database recovery

Structured Query Language (SQL)

SQL (pronounced SEQUEL) is the programming language that defines and
manipulates the database. SQL databases are relational databases, which means
data is stored in a set of simple relations. A database can have one or more tables.
Each table has columns and rows. Oracle stores each row of a database table
containing data for less than 256 columns as one or more row pieces. A table that
has an employee database, for example, can have a column called employee
number and each row in that column is an employee’s employee number.
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You can define and manipulate data in a table with SQL statements. You use SQL’s
data definition language (DDL) statements to set up the data. DDL statements
include statements for creating and altering databases and tables.

You can update, delete, or retrieve data in a table with SQL’s data manipulation
language (DML). DML statements include statements to alter and fetch data. The
most common SQL statement is the SELECT statement, which retrieves data from
the database.

In addition to SQL statements, the Oracle server has a procedural language called
PL/SQL. PL/SQL enables programmers to program SQL statements. It lets you
control the flow of a SQL program, use variables, and write error-handling
procedures.

Data Utilities

There are three utilities for moving a subset of an Oracle database from one
database to another: Export, Import, and SQL*Loader.

Export Utility The Export utility transfers data objects between Oracle databases,
even if they reside on platforms with different hardware and software
configurations. Export extracts the object definitions and table data from an Oracle
database and stores them in an Oracle binary-format Export dump file located
typically on disk or tape.

Such files can then be copied using FTP or physically transported (in the case of
tape) to a different site and used, with the Import utility, to transfer data between
databases that are on machines not connected through a network or as backups in
addition to normal backup procedures.

When you run Export against an Oracle database, it extracts objects such as tables,
followed by their related objects, and then writes them to the Export dump file.

Import Utility The Import utility inserts the data objects extracted from one Oracle
database by the Export utility into another Oracle database. Export dump files can
be read only by Import.

Import reads the object definitions and table data that the Export utility extracted
from an Oracle database and stored in an Oracle binary-format Export dump file
located typically on disk or tape.

The Export and Import utilities can also facilitate certain aspects of Oracle
Advanced Replication functionality, such as offline instantiation.
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See Also: Oracle9i Replication for more information about Oracle
Advanced Replication

SQL*Loader Utility Export dump files can be read only by the Oracle Import utility. If
you need to read load data from ASCII fixed-format or delimited files, you can use
the SQL*Loader utility. SQL*Loader loads data from external files into tables in an
Oracle database. SQL*Loader accepts input data in a variety of formats, can
perform filtering (selectively loading records based upon their data values), and can
load data into multiple Oracle database tables during the same load session.

See Also: Oracle9i Database Utilities for detailed information about
Export, Import, and SQL*Loader

Memory Structure and Processes

This section discusses the memory and process structures used by an Oracle server
to manage a database. The architectural features discussed in this section enable the
Oracle server to support:

« Many users concurrently accessing a single database

= The high performance required by concurrent multiuser, multi-application
database systems

An Oracle server uses memory structures and processes to manage and access the
database. All memory structures exist in the main memory of the computers that
constitute the database system.

Processes are jobs or tasks that work in the memory of these computers. (Processes
are known as "threads" in the NT environment. See "Processes and Threads on
Windows NT" on page 1-21.)

Figure 1-2 on page 1-13 shows a typical variation of the Oracle server memory and
process structures.

Memory Structures

Oracle creates and uses memory structures to complete several jobs. For example,
memory stores program code being executed and data that is shared among users.
Two basic memory structures are associated with Oracle: the system global area
(which includes the database buffers, redo log buffers, and the shared pool) and the
program global areas. The following subsections explain each in detail.
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Figure 1-2 Memory Structures and Processes of Oracle
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System Global Area

The System Global Area (SGA) is a shared memory region that contains data and
control information for one Oracle instance. An SGA and the Oracle background
processes constitute an Oracle instance.

Oracle allocates the system global area when an instance starts and deallocates it
when the instance shuts down. Each instance has its own system global area.

Users currently connected to an Oracle server share the data in the system global
area. For optimal performance, the entire system global area should be as large as
possible (while still fitting in real memory) to store as much data in memory as
possible and minimize disk 1/0.

The information stored within the system global area is divided into several types
of memory structures, including the database buffers, redo log buffer, and the
shared pool. These areas have fixed sizes and are created during instance startup.

See Also:
« "An Oracle Instance" on page 1-4

« "Background Processes" on page 1-16 for more information
about the SGA and the Oracle background processes

Database Buffer Cache of the SGA Database buffers of the system global area store the
most recently used blocks of data. The set of database buffers in an instance is the
database buffer cache. The buffer cache contains modified as well as unmodified
blocks. Because the most recently (and often the most frequently) used data is kept
in memory, less disk 1/0 is necessary and performance is improved.

Redo Log Buffer of the SGA The redo log buffer of the system global area stores redo
entries—a log of changes made to the database. The redo entries stored in the redo
log buffers are written to an online redo log file, which is used if database recovery
is necessary. The size of the redo log is static.

Shared Pool of the SGA The shared pool is a portion of the system global area that
contains shared memory constructs such as shared SQL areas. A shared SQL area is
required to process every unique SQL statement submitted to a database. A shared
SQL area contains information such as the parse tree and execution plan for the
corresponding statement. A single shared SQL area is used by multiple applications
that issue the same statement, leaving more shared memory for other uses.
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See Also: "SQL Statements" on page 2-11 for more information
about shared SQL areas

Large Pool in the SGA The large pool is an optional area in the SGA that provides
large memory allocations for Oracle backup and restore operations, 1/0 server
processes, and session memory for the shared server and Oracle XA (used where
transactions interact with more than one database).

Statement Handles or Cursors A cursor is a handle (a name or pointer) for the memory
associated with a specific statement. (The Oracle Call Interface, OCI, refers to these
as statement handles.) Although most Oracle users rely on automatic cursor
handling of Oracle utilities, the programmatic interfaces offer application designers
more control over cursors.

For example, in precompiler application development, a cursor is a named resource
available to a program and can be used specifically to parse SQL statements
embedded within the application. The application developer can code an
application so it controls the phases of SQL statement execution and thus improves
application performance.

Program Global Area (PGA)

The Program Global Area (PGA) is a memory buffer that contains data and control
information for a server process. A PGA is created by Oracle when a server process
is started. The information in a PGA depends on the Oracle configuration.

Process Architecture

A process is a "thread of control” or a mechanism in an operating system that can
execute a series of steps. Some operating systems use the terms job or task. A
process normally has its own private memory area in which it runs.

An Oracle server has two general types of processes: user processes and Oracle
processes.

User (Client) Processes

A user process is created and maintained to execute the software code of an
application program (such as a Pro*C/C++ program) or an Oracle tool (such as
Oracle Enterprise Manager). The user process also manages the communication
with the server processes.
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User processes communicate with the server processes through the program
interface, which is described in a later section.

Oracle Process Architecture

Oracle processes are called (invoked) by other processes to perform functions on
behalf of the invoking process. The different types of Oracle processes and their
specific functions are discussed in the following sections.

Server Processes

Oracle creates server processes to handle requests from connected user processes. A
server process is in charge of communicating with the user process and interacting
with Oracle to carry out requests of the associated user process. For example, if a
user queries some data that is not already in the database buffers of the system
global area, the associated server process reads the proper data blocks from the
datafiles into the system global area.

Oracle can be configured to vary the number of user processes for each server
process. In a dedicated server configuration, a server process handles requests for a
single user process. A shared server configuration lets many user processes share a
small number of server processes, minimizing the number of server processes and
maximizing the use of available system resources.

On some systems, the user and server processes are separate, while on others they
are combined into a single process. If a system uses the shared server or if the user
and server processes run on different machines, the user and server processes must
be separate. Client/server systems separate the user and server processes and
execute them on different machines.

Background Processes

Oracle creates a set of background processes for each instance. They consolidate
functions that would otherwise be handled by multiple Oracle programs running
for each user process. The background processes asynchronously perform I/0 and
monitor other Oracle processes to provide increased parallelism for better
performance and reliability.

An SGA and the set of Oracle background processes constitute an Oracle instance.
Each Oracle instance can use several background processes. The names of these
processes are DBWn, LGWR, CKPT, SMON, PMON, ARCn, RECO, Dnnn, LMS,
Jnnn, and QMNN.
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See Also:
« "An Oracle Instance" on page 1-4

« "System Global Area" on page 1-14 for more information about
the SGA

Database Writer (DBWn) The database writer writes modified blocks from the
database buffer cache to the datafiles. Although one database writer process
(DBWO) is sufficient for most systems, you can configure additional processes
(DBW1 through DBW9) to improve write performance for a system that modifies
data heavily. The initialization parameter DB_WRI TER_PROCESSES specifies the
number of DBWn processes.

Because Oracle uses write-ahead logging, DBWn does not need to write blocks
when a transaction commits. Instead, DBWhn is designed to perform batched writes
with high efficiency. In the most common case, DBWn writes only when more data
needs to be read into the system global area and too few database buffers are free.
The least recently used data is written to the datafiles first. DBWn also performs
writes for other functions such as checkpointing.

See Also: "Transactions" on page 2-13 for more information about
commits

Log Writer (LGWR) The log writer writes redo log entries to disk. Redo log entries are
generated in the redo log buffer of the SGA, and LGWR writes the redo log entries
sequentially into an online redo log file. If the database has a multiplexed redo log,
LGWR writes the redo log entries to a group of online redo log files.

Checkpoint (CKPT) At specific times, all modified database buffers in the system
global area are written to the datafiles by DBWn. This event is called a checkpoint.
The checkpoint process is responsible for signaling DBWn at checkpoints and
updating all the datafiles and control files of the database to indicate the most
recent checkpoint.

System Monitor (SMON) The system monitor performs crash recovery when a failed
instance starts up again. In a multiple instance system (one that uses Oracle9i Real
Application Clusters), the SMON process of one instance can perform instance
recovery for other instances that have failed. SMON also cleans up temporary
segments that are no longer in use and recovers dead transactions skipped during
crash and instance recovery because of file-read or offline errors. These transactions
are eventually recovered by SMON when the tablespace or file is brought back
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online. SMON also coalesces free extents within the database’s dictionary-managed
tablespaces to make free space contiguous and easier to allocate.

Process Monitor (PMON) The process monitor performs process recovery when a user
process fails. PMON is responsible for cleaning up the cache and freeing resources
that the process was using. PMON also checks on dispatcher and server processes
and restarts them if they have failed.

Archiver (ARCn) The archiver copies the online redo log files to archival storage after
a log switch has occurred. Although a single ARCn process (ARCDO) is sufficient for
most systems, you can specify up to 10 ARCn processes by using the dynamic
initialization parameter LOG_ARCHI VE_MAX PROCESSES. If the workload
becomes too great for the current number of ARCn processes, LGWR automatically
starts another ARCn process up to the maximum of 10 processes. ARCn is active
only when a database is in ARCHIVELOG mode and automatic archiving is
enabled.

See Also: "The Redo Log" on page 2-28 for more information
about the archiver

Recoverer (RECO) The recoverer is used to resolve distributed transactions that are
pending due to a network or system failure in a distributed database. At timed
intervals, the local RECO attempts to connect to remote databases and
automatically complete the commit or rollback of the local portion of any pending
distributed transactions.

Job Queue Processes Job queue processes are used for batch processing. Beginning
with Oracle9i, Release 1 (9.0.1), job queue processes are managed dynamically. This
enables job queue clients to use more job queue processes when required. The
resources used by the new processes are released when they are idle.

See Also:

= Oracle9i Database Administrator’s Guide for more information
about job queues.

= "Job Queue Processes" on page 9-12 for more information about
dynamic job queue processes.

Dispatcher (Dnnn) Dispatchers are optional background processes, present only
when a multithreaded server configuration is used. At least one dispatcher process
is created for every communication protocol in use (D00O, . . ., Dnnn). Each
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dispatcher process is responsible for routing requests from connected user processes
to available shared server processes and returning the responses back to the
appropriate user processes.

Lock Manager Server (LMS) The Lock Manager Server process (LMS) is used for
inter-instance locking in Oracle9i Real Application Clusters.

See Also: "Oracle9i Real Application Clusters: Multiple Instance
Systems" on page 1-4 for more information about the configuration
of the lock process

Queue Monitor (QMNn) The queue monitor(s) are optional background processes that
monitor the message queues for Oracle Advanced Queuing. You can configure up
to 10 queue monitor processes.

Communications Software and Oracle Net Services

If the user and server processes are on different computers of a network or if user
processes connect to shared server processes through dispatcher processes, the user
process and server process communicate using Oracle Net Services. Dispatchers are
optional background processes, present only in the multithreaded server
configuration. Oracle Net Services is Oracle’s interface to standard
communications protocols that enables data transmission between computers.

See Also: "Oracle and Oracle Net Services" on page 2-6

The Program Interface Mechanism

The program interface is the mechanism by which a user process communicates
with a server process. It serves as a method of standard communication between
any client tool or application (such as Oracle Forms) and Oracle software. Its
functions are to:

« Act as acommunications mechanism by formatting data requests, passing data,
and trapping and returning errors

« Perform conversions and translations of data, particularly between different
types of computers or to external user program datatypes

An Example of How Oracle Works

The following example illustrates an Oracle configuration where the user and
associated server process are on separate machines (connected through a network):
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1. Aninstance is currently running on the computer that is executing Oracle (often
called the host or database server).

2. A computer running an application (a local machine or client workstation)
runs the application in a user process. The client application attempts to
establish a connection to the server using the proper Oracle Net Services driver.

3. The server is running the proper Oracle Net Services driver. The server detects
the connection request from the application and creates a (dedicated) server
process on behalf of the user process.

4. The user executes a SQL statement and commits the transaction. For example,
the user changes a name in a row of a table.

5. The server process receives the statement and checks the shared pool for any
shared SQL area that contains a similar SQL statement. If a shared SQL area is
found, the server process checks the user’s access privileges to the requested
data, and the previously existing shared SQL area is used to process the
statement. If not, a new shared SQL area is allocated for the statement so it can
be parsed and processed.

6. The server process retrieves any necessary data values from the actual datafile
(table) or those stored in the system global area.

7. The server process modifies data in the system global area. The DBWn process
writes modified blocks permanently to disk when doing so is efficient. Because
the transaction is committed, the LGWR process immediately records the
transaction in the online redo log file.

8. If the transaction is successful, the server process sends a message across the
network to the application. If it is not successful, an error message is
transmitted.

9. Throughout this entire procedure, the other background processes run,
watching for conditions that require intervention. In addition, the database
server manages other users’ transactions and prevents contention between
transactions that request the same data.

These steps describe the most basic level of operations that Oracle performs.

See Also: Chapter 9, "Process Architecture" for more information
about Oracle configuration
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Processes and Threads on Windows NT

In the UNIX environment, most Oracle processes are threads of one master Oracle
process rather than being individual processes. On Windows NT, all processes
consist of at least one thread. A thread is an individual execution within a process.
Threads are objects within a process that execute program instructions. Threads
enable concurrent operations within a process so that a process can execute different
parts of its program simultaneously on different processors. A thread is the most
fundamental component that can be scheduled on Windows NT.

In UNIX documentation such as this book, whenever the word "process" is
mentioned, it is considered a "thread" on Windows NT.

See Also: Oracle9i Database Administrator’s Guide for Windows for
more information about processes and threads on the Windows NT
operating system

The Object-Relational Model for Database Management

Database management systems have evolved from hierarchical to network to
relational models. The most widely accepted database model is the relational
model. Oracle extends the relational model to an object-relational model, which
makes it possible to store complex business models in a relational database.

The Relational Model
The relational model has three major characteristics:

Structures Structures are well-defined objects (such as tables,
views, indexes, and so on) that store or access the
data of a database. Structures and the data
contained within them can be manipulated by
operations.

Operations Operations are clearly defined actions that enable
users to manipulate the data and structures of a
database. The operations on a database must
adhere to a predefined set of integrity rules.

Integrity rules Integrity rules are the laws that govern which
operations are allowed on the data and structures
of a database. Integrity rules protect the data and
the structures of a database.
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Relational database management systems offer benefits such as:

= Independence of physical data storage and logical database structure
« Variable and easy access to all data

«  Complete flexibility in database design

« Reduced data storage and redundancy

The Object-Relational Model

The object-relational model enables users to define object types, specifying both the
structure of the data and the methods of operating on the data, and to use these
datatypes within the relational model.

An object type differs from native SQL datatypes in that it is user-defined and it
specifies both the underlying persistent data (attributes) and the related behaviors
(methods).

Object types are abstractions of the real-world entities—for example, purchase
orders—that application programs deal with. Object types are used to extend the
modeling capabilities provided by the native datatypes.

An object type has three kinds of components:
= A name, which serves to identify the object type uniquely.

« Attributes, which are built-in datatypes or other user-defined types. Attributes
model the structure of the real world entity.

« Methods, which are functions or procedures written in PL/SQL and stored in
the database, or written in a language such as C or Java and stored externally.
Methods implement specific operations that an application can perform on the
data. Every object type has a constructor method that makes a new object
according to the datatype’s specification.

Type Inheritance

Oracle9i, Release 1 (9.0.1), supports inheritance of object types, including the ability
to:

« Define, store, and retrieve subtype instances within the database.

« Manipulate them in languages, interfaces, utilities, and tools
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Type inheritance is a way to organize types the same way types can be used for
organizing objects. Inheritance provides a higher level of abstraction for managing
complexity of the application model.

Type inheritance enables sharing of similarities between types as well as extending
their characteristics. Sharing provides efficiency in development time and improves
manageability of applications. Extensibility provides flexibility and power of
expression to solving application problems.

Most object applications organize their objects into types, and types into type
hierarchies. Empirically, it is sufficient to organize type hierarchies into sets of trees;
thus, single type inheritance is sufficient to support type organization for most
applications. A subtype may extend (inherit from) at most one supertype;
furthermore, a supertype must be an object type and so a subtype is always an
object type. A subtype inherits all its supertype’s attributes and methods. A subtype
may also add new (called declared) attributes and methods. All attributes, inherited
and declared, and methods of a type are accessible to methods declared in the type
and its subtype(s) or to other methods that have access to the type.

Type inheritance and polymorphism enable applications to use a shrink-wrapped
type library as given, or to extend the type library by adding new attributes or
methods to the library’s types, or by specializing (overriding) already defined
methods of the library’s types. A subtype may override any method in its supertype
chain.

The benefits of polymorphism derive partially from substitutability.
Substitutability enables a value of some subtype to be used by code originally
written for the supertype, without any specific knowledge of the subtype being
needed in advance. The subtype value behaves to the surrounding code just like a
value of the supertype would, even if it perhaps uses different mechanisms within
its specializations of methods. Instance substitutability refers to the ability to use
an object value of a subtype in a context declared in terms of a supertype; REF
substitutability refers to the ability to use a REF to a subtype in a context declared
in terms of a REF to a supertype.

Note: A REF is a reference to an object stored in a database table,
instead of the object itself. REF types can occur in relational
columns and also as datatypes of an object type.
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See Also: Oracle9i SQL Reference

Description of Schemas and Schema Objects

A schema is a collection of database objects that are available to a user. Schema
objects are the logical structures that directly refer to the database’s data. Schema
objects include such structures as tables, views, sequences, stored procedures,
synonyms, indexes, clusters, and database links. (There is no relationship between a
tablespace and a schema. Objects in the same schema can be in different tablespaces,
and a tablespace can hold objects from different schemas.)

Description of Tables

A table is the basic unit of data storage in an Oracle database. The tables of a
database hold all of the user-accessible data.

Table data is stored in rows and columns. Every table is defined with a table name
and set of columns. Each column is given a column name, a datatype (such as
CHAR, DATE, or NUMBER), and a width (which could be predetermined by the
datatype, as in DATE) or scale and precision (for the NUVBER datatype only).
Once a table is created, valid rows of data can be inserted into it. The table’s rows
can then be queried, deleted, or updated.

To enforce defined business rules on a table’s data, integrity constraints and triggers
can also be defined for a table.

See Also:

« Chapter 18, "Triggers" for more information about defining
triggers

« "Data Integrity" on page 2-17 for more information about
business rules and integrity constraints

Description of Views

A view is a custom-tailored presentation of the data in one or more tables. A view
can also be thought of as a "stored query."

Views do not actually contain or store data. Rather, they derive their data from the
tables on which they are based, referred to as the base tables of the views. Base
tables (also known as master tables) can in turn be tables or can themselves be
views.
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Like tables, views can be queried, updated, inserted into, and deleted from, with
some restrictions. All operations performed on a view actually affect the base tables
of the view.

Views are often used to do the following:

= Provide an additional level of table security by restricting access to a
predetermined set of rows and columns of a table. For example, a view of a
table can be created so that columns with sensitive data (for example, salary
information) are not included in the definition of the view.

« Hide data complexity. For example, a single view can combine 12 monthly sales
tables to provide a year of data for analysis and reporting. A single view can
also be used to create a join, which is a display of related columns or rows in
multiple tables. However, the view hides the fact that this data actually
originates from several tables.

« Present the data in a different perspective from that of the base table. For
example, views provide a means to rename columns without affecting the tables
on which the view is based.

= Store complex queries. For example, a query can perform extensive calculations
with table information. By saving this query as a view, the calculations are
performed only when the view is queried.

Views that involve a join (a SELECT statement that selects data from multiple
tables) of two or more tables can only be updated under certain conditions.

See Also: "Updatable Join Views" on page 11-20 for more
information about updating join views

Materialized Views

A materialized view provides indirect access to table data by storing the results of a
query in a separate schema object. Unlike an ordinary view, which does not take up
any storage space or contain any data, a materialized view contains the rows
resulting from a query against one or more base tables or views. A materialized
view can be stored in the same database as its base table(s) or in a different
database.

Materialized views stored in the same database as their base tables can improve
query performance through query rewrites. Query rewrites are particularly useful
in a data warehouse environment.

The optimizer can rewrite the query to access the precomputed results stored in a
materialized view in the following cases:
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« For queries that involve aggregate data or joins, if compatibility is set to Oracle8

« For queries that include filter selections, if compatibility is set to Oracle9i,
Release 1 (9.0.1) or higher

See Also:

«  Oracle9i Data Warehousing Guide for information about using
materialized views in data warehousing

« "Table Replication" on page 2-5 for more information about
replicating data in a remote database

Sequences

A sequence generates a serial list of unique numbers for numeric columns of a
database’s tables. Sequences simplify application programming by automatically
generating uniqgue numerical values for the rows of a single table or multiple tables.

For example, assume two users are simultaneously inserting new employee rows
into the EMP table. By using a sequence to generate unique employee numbers for
the EMPNO column, neither user has to wait for the other to enter the next available
employee number. The sequence automatically generates the correct values for each
user.

Sequence numbers are independent of tables, so the same sequence can be used for
one or more tables. After creation, a sequence can be accessed by various users to
generate actual sequence numbers.

Program Units

Program unit is used in this manual to refer to stored procedures, functions,
packages, triggers, and anonymous blocks.

See Also: "Data Access Overview" on page 2-11 for more
information about SQL and PL/SQL procedures, functions, and
packages

Synonyms
A synonym is an alias for a table, view, sequence, or program unit. A synonym is

not actually a schema object itself, but instead is a direct reference to a schema
object. Synonyms are used to:

« Mask the real name and owner of a schema object

= Provide public access to a schema object

1-26 Oracle9i Database Concepts



The Object-Relational Model for Database Management

= Provide location transparency for tables, views, or program units of a remote
database

« Simplify the SQL statements for database users

A synonym can be public or private. An individual user can create a private
synonym, which is available only to that user. Database administrators most often
create public synonyms that make the base schema object available for general,
systemwide use by any database user.

Indexes

Indexes are optional structures associated with tables. Indexes can be created to
increase the performance of data retrieval. Just as the index in this manual helps
you locate specific information faster than if there were no index, an Oracle index
provides a faster access path to table data.

When processing a request, Oracle can use some or all of the available indexes to
locate the requested rows efficiently. Indexes are useful when applications often
query a table for a range of rows (for example, all employees with a salary greater
than 1000 dollars) or a specific row.

Indexes are created on one or more columns of a table. Once created, an index is
automatically maintained and used by Oracle. Changes to table data (such as
adding new rows, updating rows, or deleting rows) are automatically incorporated
into all relevant indexes with complete transparency to the users.

Indexes are logically and physically independent of the data. They can be dropped
and created any time with no effect on the tables or other indexes. If an index is
dropped, all applications continue to function. However, access to previously
indexed data could be slower.

You can partition indexes.

See Also: Chapter 12, "Partitioned Tables and Indexes" for more
information about partitioning indexes

Clusters and Hash Clusters

Clusters and hash clusters are optional structures for storing table data. They can be
created to increase the performance of data retrieval.

Clustered Tables Clusters are groups of one or more tables physically stored together

because they share common columns and are often used together. Because related
rows are physically stored together, disk access time improves.

Introduction to the Oracle Server 1-27



The Object-Relational Model for Database Management

The related columns of the tables in a cluster are called the cluster key. The cluster
key is indexed so that rows of the cluster can be retrieved with a minimum amount
of 1/0. Because the data in a cluster key of an index cluster (a nonhash cluster) is
stored only once for multiple tables, clusters store a set of tables more efficiently
than if the tables were stored individually (not clustered).

Clusters also can improve performance of data retrieval, depending on data
distribution and what SQL operations are most often performed on the data. In
particular, clustered tables that are queried in joins benefit from the use of clusters
because the rows common to the joined tables are retrieved with the same 170
operation.

Like indexes, clusters do not affect application design. Whether or not a table is part
of a cluster is transparent to users and to applications. Data stored in a clustered
table is accessed by SQL in the same way as data stored in a nonclustered table.

Figure 1-3 illustrates how clustered and nonclustered data are physically stored.
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Figure 1-3 Clustered and Nonclustered Tables
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Hash Clusters Hash clusters cluster table data in a manner similar to normal, index
clusters (clusters keyed with an index rather than a hash function). However, a row
is stored in a hash cluster based on the result of applying a hash function to the
row’s cluster key value. All rows with the same key value are stored together on
disk.

Hash clusters are a better choice than using an indexed table or index cluster when
a table is often queried with equality queries (for example, return all rows for
department 10). For such queries, the specified cluster key value is hashed. The
resulting hash key value points directly to the area on disk that stores the rows.

Dimensions
A dimension defines hierarchical (parent/child) relationships between pairs of

columns or column sets. Each value at the child level is associated with one and
only one value at the parent level.

A dimension schema object is a container of logical relationships between tables
and does not have any data storage assigned to it. The CREATE DI MENSI ON
statement specifies:

« Multiple LEVEL clauses, each of which identifies a column or column set in
the dimension

« Oneormore H ERARCHY clauses that specify the parent/child relationships
between adjacent levels

« Optional ATTRI BUTE clauses, each of which identifies an additional column
or column set associated with an individual LEVEL

The columns in a dimension can come either from the same table (denormalized) or
from multiple tables (fully or partially normalized). To define a dimension over
columns from multiple tables, connect the tables by inner equijoins using the JO N
clause of the HI ERARCHY clause.

See Also: Oracle9i Data Warehousing Guide for information about
using dimensions in materialized views and data warehousing

Database Links

A database link is a named schema object that describes a path from one database
to another. Database links are implicitly used when a reference is made to a global
object name in a distributed database.

See Also: "Distributed Databases" on page 2-3
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Data Dictionary

Each Oracle database has a data dictionary. An Oracle data dictionary is a set of
tables and views that are used as a read-only reference about the database. For
example, a data dictionary stores information about both the logical and physical
structure of the database. In addition to this valuable information, a data dictionary
also stores such information as:

« The valid users of an Oracle database
« Information about integrity constraints defined for tables in the database
« How much space is allocated for a schema object and how much of it is in use

A data dictionary is created when a database is created. To accurately reflect the
status of the database at all times, the data dictionary is automatically updated by
Oracle in response to specific actions (such as when the structure of the database is
altered). The data dictionary is critical to the operation of the database, which relies
on the data dictionary to record, verify, and conduct ongoing work. For example,
during database operation, Oracle reads the data dictionary to verify that schema
objects exist and that users have proper access to them.

See Also: Chapter 5, "The Data Dictionary"

Data Concurrency and Consistency Overview

Concurrency

This section explains the software mechanisms used by Oracle to fulfill the
following important requirements of an information management system:

« Data must be read and modified in a consistent fashion.
« Data concurrency of a multiuser system must be maximized.

« High performance is required for maximum productivity from the many users
of the database system.

A primary concern of a multiuser database management system is how to control
concurrency, which is the simultaneous access of the same data by many users.
Without adequate concurrency controls, data could be updated or changed
improperly, compromising data integrity.

If many people are accessing the same data, one way of managing data concurrency
is to make each user wait for a turn. The goal of a database management system is
to reduce that wait so it is either nonexistent or negligible to each user. All data
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manipulation language statements should proceed with as little interference as
possible, and destructive interactions between concurrent transactions must be
prevented. Destructive interaction is any interaction that incorrectly updates data or
incorrectly alters underlying data structures. Neither performance nor data integrity
can be sacrificed.

Oracle resolves such issues by using various types of locks and a multiversion
consistency model. Both features are discussed later in this section. These features
are based on the concept of a transaction. It is the application designer’s
responsibility to ensure that transactions fully exploit these concurrency and
consistency features.

See Also: "Data Consistency Using Transactions" on page 2-15 for
more information about concurrency and consistency features

Read Consistency
Read consistency, as supported by Oracle, does the following:

« Guarantees that the set of data seen by a statement is consistent with respect to
a single point in time and does not change during statement execution
(statement-level read consistency)

« Ensures that readers of database data do not wait for writers or other readers of
the same data

« Ensures that writers of database data do not wait for readers of the same data

« Ensures that writers only wait for other writers if they attempt to update
identical rows in concurrent transactions

The simplest way to think of Oracle’s implementation of read consistency is to
imagine each user operating a private copy of the database, hence the multiversion
consistency model.

Read Consistency, Undo Records, and Transactions

To manage the multiversion consistency model, Oracle must create a
read-consistent set of data when a table is being queried (read) and simultaneously
updated (written). When an update occurs, the original data values changed by the
update are recorded in the database’s undo records. As long as this update remains
part of an uncommitted transaction, any user that later queries the modified data
views the original data values. Oracle uses current information in the system global
area and information in the undo records to construct a read-consistent view of a
table’s data for a query.
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Only when a transaction is committed are the changes of the transaction made
permanent. Statements that start after the user’s transaction is committed only see
the changes made by the committed transaction.

Note that a transaction is key to Oracle’s strategy for providing read consistency.
This unit of committed (or uncommitted) SQL statements:

« Dictates the start point for read-consistent views generated on behalf of readers

= Controls when modified data can be seen by other transactions of the database
for reading or updating

Read-Only Transactions

By default, Oracle guarantees statement-level read consistency. The set of data
returned by a single query is consistent with respect to a single point in time.
However, in some situations, you may also require transaction-level read
consistency. This is the ability to run multiple queries within a single transaction, all
of which are read-consistent with respect to the same point in time, so that queries
in this transaction do not see the effects of intervening committed transactions.

If you want to run a number of queries against multiple tables and if you are not
doing any updating, you may prefer a read-only transaction. After indicating that
your transaction is read-only, you can execute as many queries as you like against
any table, knowing that the results of each query are consistent with respect to the
same point in time.

Locking Mechanisms

Oracle also uses locks to control concurrent access to data. Locks are mechanisms
intended to prevent destructive interaction between users accessing Oracle data.

Locks are used to achieve two important database goals:

Consistency Ensures that the data a user is viewing or changing
is not changed (by other users) until the user is
finished with the data.

Integrity Ensures that the database’s data and structures
reflect all changes made to them in the correct
sequence.

Locks guarantee data integrity while enabling maximum concurrent access to the
data by unlimited users.
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Automatic Locking

Oracle locking is performed automatically and requires no user action. Implicit
locking occurs for SQL statements as necessary, depending on the action requested.

Oracle’s lock manager automatically locks table data at the row level. By locking
table data at the row level, contention for the same data is minimized.

Oracle’s lock manager maintains several different types of row locks, depending on
what type of operation established the lock. In general, there are two types of locks:
exclusive locks and share locks. Only one exclusive lock can be placed on a
resource (such as a row or a table); however, many share locks can be placed on a
single resource. Both exclusive and share locks always allow queries on the locked
resource but prohibit other activity on the resource (such as updates and deletes).

Manual Locking

Under some circumstances, a user may want to override default locking. Oracle
allows manual override of automatic locking features at both the row level (by first
querying for the rows that will be updated in a subsequent statement) and the table
level.

See Also: "Explicit (Manual) Data Locking" on page 22-31

Quiesce Database

Database administrators often need isolation from concurrent nonDBA actions, that
is, isolation from concurrent nonDBA transactions, queries, or PL/SQL statements.
One way to provide such isolation is to shut down the database and reopen it in
restricted mode. The Quiesce Database feature introduced in Oracle9i, Release 1
(9.0.1), provides another way of providing isolation: to put the system into quiesced
state without disrupting users.

The database administrator uses SQL statements to quiesce the database. Once the
system is in quiesced state, the DBA can safely perform certain actions whose
executions require isolation from concurrent nonDBA users.

See Also: "Quiesce Database" on page 22-15 for more information
about quiescing a database
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Startup and Shutdown Operations

An Oracle database is not available to users until the Oracle server has been started
up and the database has been opened. These operations must be performed by the
database administrator. Starting a database and making it available for systemwide
use consists of three steps:

1. Start an instance of the Oracle server.
2. Mount the database.
3. Open the database.

When the Oracle server starts up, it uses a parameter file that contains initialization
parameters. These parameters specify the name of the database, the amount of
memory to allocate, the names of control files, and various limits and other system
parameters.

Shutting down an instance and the database to which it is connected takes three
steps:

1. Close the database.
2. Unmount the database.
3. Shut down the instance of the Oracle server.

Oracle automatically performs all three steps when an instance is shut down.

See Also:

= "Instance and Database Startup" on page 6-6 for more
information about starting a database

« "Initialization Parameter Files" on page 6-4 for a sample
initialization parameter file

= Oracle9i Database Reference for more information about
initialization parameters

« "Database and Instance Shutdown" on page 6-11 for more
information about shutting down an instance and the database
to which it is connected
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Oracle Server Features

This chapter provides an overview of some of the features of the Oracle server. The
topics include:

Internet Computing and Distributed Databases
Advanced Queuing Overview

Data Warehousing Overview

Data Access Overview

Database Security Overview

Database Backup and Recovery Overview
Introduction to Oracle9i Data Guard

LogMiner SQL-Based Log Analyzer Overview

Note: This chapter contains information relating to both Oracle9i
and the Oracle9i Enterprise Edition. Some of the features and
options documented in this chapter are available only if you have
purchased the Oracle9i Enterprise Edition. See Oracle9i Database
New Features for information about the differences between Oracle9i

and the Oracle9i Enterprise Edition.
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Internet Computing and Distributed Databases

As internet computing becomes more prevalent in today’s computing
environments, database management systems must be able to take advantage of
distributed processing and storage capabilities. This section explains the
architectural features of Oracle that meet these requirements.

See Also:
« Oracle Data Integration Overview

= Oracle9i Database Administrator’s Guide for more information
about distributed databases

Client/Server Architecture: Distributed Processing

Distributed processing uses more than one processor to divide the processing for a
set of related jobs. Distributed processing reduces the processing load on a single
processor by allowing different processors to concentrate on a subset of related
tasks, thus improving the performance and capabilities of the system as a whole.

An Oracle database system can easily take advantage of distributed processing by
using its client/server architecture. In this architecture, the database system is
divided into two parts: a front-end or a client and a back-end or a server.

The Client

The client is the front-end database application and is accessed by a user through
the keyboard, display, and pointing device such as a mouse. The client has no data
access responsibilities. It concentrates on requesting, processing, and presenting
data managed by the server. The client workstation can be optimized for its job. For
example, it may not need large disk capacity or it may benefit from graphic
capabilities.

The Server

The server runs Oracle software and handles the functions required for concurrent,
shared data access. The server receives and processes the SQL and PL/SQL
statements that originate from client applications. The computer that manages the
server can be optimized for its duties. For example, it can have large disk capacity
and fast processors.

2-2 Oracle9i Database Concepts



Internet Computing and Distributed Databases

Multitier Architecture: Application Servers
A multitier architecture has the following components:

« Aclient or initiator process that starts an operation

« One or more application servers that perform parts of the operation. An
application server provides access to the data for the client and performs some
of the query processing, thus removing some of the load from the database
server. It can serve as an interface between clients and multiple database
servers, including providing an additional level of security.

« Anend or database server that stores most of the data used in the operation
This architecture enables use of an application server to:

« Validate the credentials of a client, such as a web browser

« Connect to an Oracle database server

« Perform the requested operation on behalf of the client

The identity of the client is maintained throughout all tiers of the connection. The
Oracle database server audits operations that the application server performs on
behalf of the client separately from operations that the application server performs
on its own behalf (such as a request for a connection to the database server). The
application server’s privileges are limited to prevent it from performing unneeded
and unwanted operations during a client operation.

Distributed Databases

A distributed database is a network of databases managed by multiple database
servers that appears to a user as a single logical database. The data of all databases
in the distributed database can be simultaneously accessed and modified. The
primary benefit of a distributed database is that the data of physically separate
databases can be logically combined and potentially made accessible to all users on
a network.

Each computer that manages a database in the distributed database is called a node.
The database to which a user is directly connected is called the local database. Any
additional databases accessed by this user are called remote databases. When a
local database accesses a remote database for information, the local database is a
client of the remote server. This is an example of client/server architecture.

While a distributed database enables increased access to a large amount of data
across a network, it must also hide the location of the data and the complexity of
accessing it across the network. The distributed database management system must
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also preserve the advantages of administrating each local database as though it
were not distributed.

Location Transparency

Location transparency occurs when the physical location of data is transparent to
the applications and users of a database system. Several Oracle features, such as
views, procedures, and synonyms, can provide location transparency. For example,
a view that joins table data from several databases provides location transparency
because the user of the view does not need to know from where the data originates.

Site Autonomy

Site autonomy means that each database participating in a distributed database is
administered separately and independently from the other databases, as though
each database were a non-networked database. Although each database can work
with others, they are distinct, separate systems that are cared for individually.

Distributed Data Manipulation

The Oracle distributed database architecture supports all DML operations,
including queries, inserts, updates, and deletes of remote table data. To access
remote data, you make reference to the remote object’s global object name. No
coding or complex syntax is required to access remote data.

For example, to query a table named EMP in the remote database named SALES,
reference the table’s global object name:

SELECT * FROM enp@al es;

Two-Phase Commit

Oracle provides the same assurance of data consistency in a distributed
environment as in a nondistributed environment. Oracle provides this assurance
using the transaction model and a two-phase commit mechanism.

As in nondistributed systems, transactions should be carefully planned to include a
logical set of SQL statements that should all succeed or fail as a unit. Oracle’s
two-phase commit mechanism guarantees that no matter what type of system or
network failure occurs, a distributed transaction either commits on all involved
nodes or rolls back on all involved nodes to maintain data consistency across the
global distributed database.
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Replication

See Also: "The Two-Phase Commit Mechanism" on page 17-10

Replication is the process of copying and maintaining database objects, such as
tables, in multiple databases that make up a distributed database system. Changes
applied at one site are captured and stored locally before being forwarded and
applied at each of the remote locations. Oracle replication is a fully integrated
feature of the Oracle server. It is not a separate server.

Replication uses distributed database technology to share data between multiple
sites, but a replicated database and a distributed database are not the same. In a
distributed database, data is available at many locations, but a particular table
resides at only one location. For example, the EMP table can reside at only the db1
database in a distributed database system that also includes the db2 and db3
databases. Replication means that the same data is available at multiple locations.
For example, the EMP table may be available at dbl, db2, and db3.

See Also: Oracle9i Replication for further information on this topic

Table Replication

Distributed database systems often locally replicate remote tables that are
frequently queried by local users. By having copies of heavily accessed data on
several nodes, the distributed database does not need to send information across a
network repeatedly, thus helping to maximize the performance of the database
application.

Data can be replicated using materialized views.

Multitier Materialized Views

Oracle9i, Release 1 (9.0.1), supports materialized views that are hierarchical and
updatable. Multitier replication provides increased flexibility of design for a
distributed application. Using multitier materialized views, applications can
manage multilevel data subsets where there is no direct connection between levels.

An updatable materialized view lets you insert, update, and delete rows in the
materialized view and propagate the changes to the target master table.
Synchronous and asynchronous replication is supported.

Figure 2-1 shows an example of multitier architecture, diagrammed as an inverted
tree structure. Changes are propagated up and down along the branches connecting
the outermost materialized views with the master (the root).
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Figure 2-1 Multitier Architecture
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Conflict Resolution In Oracle9i, Release 1 (9.0.1), conflict resolution routines are
defined at the topmost level, the master site, and are pulled into the updatable
materialized view site when needed. This makes it possible to have multitier
materialized views. Existing system-defined conflict resolution methods are
supported.

In addition, users can write their own conflict resolution routines. A user-defined
conflict resolution method is a PL/SQL function that returns either TRUE or
FALSE. TRUE indicates that the method was able to successfully resolve all
conflicting modifications for a column group.

See Also: Oracle9i Replication and Oracle9i SQL Reference for more
information about creating and managing multitier materialized
views

Oracle and Oracle Net Services

Oracle Net Services is Oracle’s mechanism for interfacing with the communication
protocols used by the networks that facilitate distributed processing and distributed
databases. Communication protocols define the way that data is transmitted and
received on a network. In a networked environment, an Oracle database server
communicates with client workstations and other Oracle database servers using
Oracle Oracle Net Services software.
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Oracle Net Services supports communications on all major network protocols,
ranging from those supported by PC LANSs to those used by the largest of
mainframe computer systems.

Using Oracle Net Services, the application developer does not have to be concerned
with supporting network communications in a database application. If a new
protocol is used, the database administrator makes some minor changes, while the
application requires no modifications and continues to function.

See Also: Oracle9i Net Services Administrator’s Guide

Heterogeneous Services

Heterogeneous Services is a component within the Oracle9i database server that is
necessary for accessing a non-Oracle database system.

The term "non-Oracle database system" refers to the following:

« Any system accessed by PL/SQL procedures written in C (that is, by external
procedures)

= Any system accessed through SQL (that is, by Oracle Transparent Gateways
and Generic Connectivity)

« Any system accessed procedurally (that is, by procedural gateways)

Heterogeneous Services makes it possible for Oracle9i database server users to do
the following:

« Use Oracle SQL statements to retrieve data stored in non-Oracle systems.

« Use Oracle procedure calls to access non-Oracle systems, services, or
application programming interfaces (APIs) from within an Oracle distributed
environment.

Heterogeneous Services is generally applied in one of two ways:

« Users use an Oracle Transparent Gateway in conjunction with Heterogeneous
Services to access a particular, vendor-specific, non-Oracle system for which an
Oracle Transparent Gateways is designed. For example, you would use the
Oracle Transparent Gateway for Sybase on Solaris to access a Sybase database
system that was operating on a Sun Solaris platform.

« Users use Heterogeneous Services’ generic connectivity to access non-Oracle
databases through ODBC or OLE DB interfaces.
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See Also: Oracle9i Heterogeneous Connectivity Administrator’s Guide
for more information

Advanced Queuing Overview

Oracle Advanced Queuing provides an infrastructure for distributed applications to
communicate asynchronously using messages. Oracle Advanced Queuing stores
messages in queues for deferred retrieval and processing by the Oracle server. This
provides a reliable and efficient queuing system without additional software such
as transaction processing monitors or message-oriented middleware.

Uses for Message Queuing

Consider a typical online sales business. It includes an order entry application, an
order processing application, a billing application, and a customer service
application. Physical shipping departments are located at various regional
warehouses. The billing department and customer service department can also be
located in different places.

This scenario requires communication between multiple clients in a distributed
computing environment. Messages pass between clients and servers as well as
between processes on different servers. An effective messaging system implements
content-based routing, content-based subscription, and content-based querying.

A messaging system can be classified into one of two types:
« Synchronous Communication

« Asynchronous Communication

Synchronous Communication

Synchronous communication is based on the request/reply paradigm—a program
sends a request to another program and waits until the reply arrives.

This model of communication (also called online or connected) is suitable for
programs that need to get the reply before they can proceed with their work.
Traditional client/server architectures are based on this model.

The major drawback of the synchronous model of communication is that the
programs to whom the request is sent must be available and running for the calling
application to work.
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Asynchronous Communication

In the disconnected or deferred model, programs communicate asynchronously,
placing requests in a queue and then proceeding with their work.

For example, an application might require entry of data or execution of an operation
after specific conditions are met. The recipient program retrieves the request from
the queue and acts on it. This model is suitable for applications that can continue
with their work after placing a request in the queue — they are not blocked waiting
for a reply.

For deferred execution to work correctly even in the presence of network, machine
and application failures, the requests must be stored persistently, and processed
exactly once. This can be achieved by combining persistent queuing with transaction
protection.

Processing each client/server request exactly once is often important to preserve
both the integrity and flow of a transaction. For example, if the request is an order
for a number of shares of stock at a particular price, then execution of the request
zero or two times is unacceptable even if a network or system failure occurs during
transmission, receipt, or execution of the request.

Advantages of Oracle Advanced Queuing
Oracle Advanced Queuing supports the following:

« Point-to-point and publish-subscribe models of communication
« Structured payload that can be queried using SQL

« Recipient and subscription lists

« Persistent and nonpersistent queues

«  Queue-level access control

« Asynchronous notification

« HTTP and SMTP access

« Nonrepudiation service

Using Oracle Advanced Queuing, you can:

= Propagate messages to other databases, local or remote.

« Remove multiple messages from the queue as a bundle, specify multiple
recipients, and wait for messages on multiple queues.
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« Prioritize messages and specify a window of execution for each message.

« Perform AQ operations through HTTP/SMTP, using XML formatting.

« Retain messages and message history for analysis.

« Keep statistics on messages stored in queues and propagated to other queues.
« Integrate transactions to simplify application development and management
« Use Oracle9i Real Application Clusters to achieve higher performance

Because Oracle Advanced Queuing queues are implemented in database tables, all
the operational benefits of high availability, scalability, and reliability apply to
queue data. In addition, database development and management tools can be used
with queues.

Applications can access the queuing functionality through the native interface for
Oracle Advanced Queuing (defined in PL/SQL, C/C++, Java, and Visual Basic) or
through the Java Messaging Service interface for Oracle Advanced Queuing (a Java
API based on the Java Messaging Service standard).

See Also:  Oracle9i Application Developer’s Guide - Advanced
Queuing for detailed information about Oracle Advanced Queuing

Data Warehousing Overview

Oracle9i, Release 1 (9.0.1), provides many features that support the needs of data
warehousing and business intelligence. These features are typically useful for other
activities such as Online Transaction Processing (OLTP). Therefore, most features
described in this manual are presented in general terms, rather than emphasizing
their data warehousing use.

These are some of the Oracle features that are designed to support data
warehousing and business intelligence:

« Parallelism in queries, data loading, indexing, and other data manipulation
« Cost-based query optimization for efficient data access

« Indexing techniques specifically tailored to data warehousing needs

« Advanced SQL join algorithms

« Data partitioning to simplify management and enhance performance

« Analytic functions for high performance queries and simpler programming

« Materialized view for maximum performance
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See Also: Oracle9i Data Warehousing Guide for details about using
these features for data warehousing

Data Access Overview
This section introduces how Oracle meets the general requirements for a DBMS to:
= Adhere to industry accepted standards for a data access language

« Control and preserve the consistency of a database’s information while
manipulating its data

« Provide a system for defining and enforcing rules to maintain the integrity of a
database’s information

« Provide high performance

SQL—The Structured Query Language

SQL is a simple, powerful database access language that is the standard language
for relational database management systems. For information about Oracle’s
compliance with ANSI/ISO standards, see Oracle9i SQL Reference.

SQL Statements

All operations on the information in an Oracle database are performed using SQL
statements. A SQL statement is a string of SQL text that is given to Oracle to
execute. A statement must be the equivalent of a complete SQL sentence, as in:

SELECT enane, deptno FROM enp;
Only a complete SQL statement can be executed, whereas a sentence fragment,

such as the following, generates an error indicating that more text is required before
a SQL statement can run:

SELECT enane

A SQL statement can be thought of as a very simple, but powerful, computer
program or instruction. SQL statements are divided into the following categories:

« Data definition language (DDL) statements
« Data manipulation language (DML) statements
= Transaction control statements

« Session control statements
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«  System control statements

« Embedded SQL statements

Data Definition Language (DDL) Statements Data definition language statements define,
maintain, and drop schema objects when they are no longer needed. DDL
statements also include statements that permit a user to grant other users the
privileges, or rights, to access the database and specific objects within the database.

See Also: "Database Security Overview" on page 2-19 for more
information about privileges

Data Manipulation Language (DML) Statements Data manipulation language statements
manipulate the database’s data. For example, querying, inserting, updating, and
deleting rows of a table are all DML operations. Locking a table or view and
examining the execution plan of an SQL statement are also DML operations.

Transaction Control Statements Transaction control statements manage the changes
made by DML statements. They enable the user or application developer to group
changes into logical transactions. Examples include COVM T, ROLLBACK, and
SAVEPO NT.

See Also: "Transactions" on page 2-13 for more information about
transaction control statements

Session Control Statements Session control statements let a user control the
properties of his current session, including enabling and disabling roles and
changing language settings. The two session control statements are ALTER
SESSI ON and SET ROLE.

System Control Statements System control statements change the properties of the
Oracle server instance. The only system control statementis ALTER SYSTEM It
lets you change such settings as the minimum number of shared servers, to kill a
session, and to perform other tasks.

Embedded SQL Statements Embedded SQL statements incorporate DDL, DML, and
transaction control statements in a procedural language program (such as those
used with the Oracle precompilers). Examples include OPEN, CLOSE, FETCH,
and EXECUTE.
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Transactions

A transaction is a logical unit of work that comprises one or more SQL statements
executed by a single user. According to the ANSIZISO SQL standard, with which
Oracle is compatible, a transaction begins with the user’s first executable SQL
statement. A transaction ends when it is explicitly committed or rolled back by that
user.

Consider a banking database. When a bank customer transfers money from a
savings account to a checking account, the transaction can consist of three separate
operations: decrease the savings account, increase the checking account, and record
the transaction in the transaction journal.

Oracle must guarantee that all three SQL statements are performed to maintain the
accounts in proper balance. When something prevents one of the statements in the
transaction from executing (such as a hardware failure), the other statements of the
transaction must be undone; this is called rolling back. If an error occurs in making
any of the updates, then no updates are made.

Figure 2-2 illustrates the banking transaction example.
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Figure 2-2 A Banking Transaction

. ——— Decrement Savings Account
UPDATE savi ngs_account s

SET bal ance = bal ance - 500
WHERE account = 3209;

. Increment Checking Account
UPDATE checki ng_account s

SET bal ance = bal ance + 500
WHERE account = 3208;

Record in Transaction Journal

I NSERT | NTO j ournal VALUES
(journal _seq. NEXTVAL, '1B'
3209, 3208, 500);

——— End Transaction

COW T WORK;

Transaction Ends

Commit and Roll Back Transactions

The changes made by the SQL statements that constitute a transaction can be either
committed or rolled back. After a transaction is committed or rolled back, the next
transaction begins with the next SQL statement.

Committing a transaction makes permanent the changes resulting from all SQL
statements in the transaction. The changes made by the SQL statements of a
transaction become visible to other user sessions’ transactions that start only after
the transaction is committed.

Rolling back a transaction retracts any of the changes resulting from the SQL
statements in the transaction. After a transaction is rolled back, the affected data is
left unchanged as if the SQL statements in the transaction were never executed.
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Savepoints

For long transactions that contain many SQL statements, intermediate markers, or
savepoints, can be declared. Savepoints can be used to divide a transaction into
smaller parts.

By using savepoints, you can arbitrarily mark your work at any point within a long
transaction. This gives you the option of later rolling back all work performed from
the current point in the transaction to a declared savepoint within the transaction.
For example, you can use savepoints throughout a long complex series of updates,
so if you make an error, you do not need to resubmit every statement.

Data Consistency Using Transactions

Transactions enable the database user or application developer to guarantee
consistent changes to data, as long as the SQL statements within a transaction are
grouped logically.

A transaction should consist of all of the necessary parts for one logical unit of
work—no more and no less. Data in all referenced tables are in a consistent state
before the transaction begins and after it ends. Transactions should consist of only
the SQL statements that make one consistent change to the data.

For example, recall the banking example. A transfer of funds between two accounts
(the transaction) should include increasing one account (one SQL statement),
decreasing another account (one SQL statement), and the record in the transaction
journal (one SQL statement). All actions should either fail or succeed together; the
credit should not be committed without the debit. Other nonrelated actions, such as
a new deposit to one account, should not be included in the transfer of funds
transaction. Such statements should be in other transactions.

PL/SQL—Procedural Language Extension to SQL

PL/SQL is Oracle’s procedural language extension to SQL. PL/SQL combines the
ease and flexibility of SQL with the procedural functionality of a structured
programming language, suchas I F ... THEN, VWH LE, and LOOP.

When designing a database application, a developer should consider the
advantages of using stored PL/SQL because:

« PL/SQL code can be stored centrally in a database. Network traffic between
applications and the database is reduced, so application and system
performance increases.
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« Data access can be controlled by stored PL/SQL code. In this case, PL/SQL
users can access data only as intended by the application developer (unless
another access route is granted).

« PL/SQL blocks can be sent by an application to a database, executing complex
operations without excessive network traffic.

Even when PL/SQL is not stored in the database, applications can send blocks of
PL/SQL to the database rather than individual SQL statements, thereby again
reducing network traffic.

The following sections describe the different program units that can be defined and
stored centrally in a database.

Procedures and Functions

Procedures and functions consist of a set of SQL and PL/SQL statements that are
grouped together as a unit to solve a specific problem or perform a set of related
tasks. A procedure is created and stored in compiled form in the database and can
be run by a user or a database application.

Procedures and functions are identical except that functions always return a single
value to the caller, while procedures do not return values to the caller.

Packages Overview

Packages provide a method of encapsulating and storing related procedures,
functions, variables, and other package constructs together as a unit in the database.
Packages enable the administrator or application developer to organize such
routines. They also offer increased functionality (for example, global package
variables can be declared and used by any procedure in the package). They also
improve performance (for example, all objects of the package are parsed, compiled,
and loaded into memory once).

See Also:
«  Oracle9i Supplied PL/SQL Packages and Types Reference

«  Oracle9i Supplied Java Packages Reference

Database Triggers and Information Management

Oracle lets you write procedures written in PL/SQL, Java, or C that run implicitly
whenever a table or view is modified or when some user actions or database system
actions occur. These procedures are called database triggers.
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Data Integrity

Database triggers can be used in a variety of ways for the information management
of your database. For example, they can be used to automate data generation, audit
data modifications, enforce complex integrity constraints, and customize complex
security authorizations.

Methods

A method is a procedure or function that is part of the definition of a user-defined
datatype (object type, nested table, or variable array).

Methods are different from stored procedures in two ways:
= You invoke a method by referring to an object of its associated type.

« A method has complete access to the attributes of its associated object and to
information about its type.

Every user-defined datatype has a system-defined constructor method; that is, a
method that makes a new object according to the datatype’s specification. The name
of the constructor method is the name of the user-defined type. In the case of an
object type, the constructor method’s parameters have the names and types of the
object type’s attributes. The constructor method is a function that returns the new
object as its value. Nested tables and arrays also have constructor methods.

Comparison methods define an order relationship among objects of a given object
type. A map method uses Oracle’s ability to compare built-in types. For example,
Oracle can compare two rectangles by comparing their areas if an object type called
RECTANGLE has attributes HEI GHT and W DTH and you define a map method
area that returns a number, namely the product of the rectangle’s HElI GHT and

W DTH attributes. An order method uses its own internal logic to compare two
objects of a given object type. It returns a value that encodes the order relationship.
For example, it can return -1 if the first is smaller, 0 if they are equal, and 1 if the
first is larger.

It is very important to guarantee that data adheres to certain business rules, as
determined by the database administrator or application developer. For example,
assume that a business rule says that no row in the | NVENTORY table can contain a
numeric value greater than 9 in the SALE DI SCOUNT column. Ifan | NSERT or
UPDATE statement attempts to violate this integrity rule, Oracle must roll back the
invalid statement and return an error to the application. Oracle provides integrity
constraints and database triggers to manage a database’s data integrity rules.
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Integrity Constraints

An integrity constraint is a declarative way to define a business rule for a column
of a table. An integrity constraint is a statement about a table’s data that is always
true and that follows these rules:

« If anintegrity constraint is created for a table and some existing table data does
not satisfy the constraint, the constraint cannot be enforced.

« After a constraint is defined, if any of the results of a DML statement violate the
integrity constraint, the statement is rolled back and an error is returned.

Integrity constraints are defined with a table and are stored as part of the table’s
definition, centrally in the database’s data dictionary, so that all database
applications must adhere to the same set of rules. If a rule changes, it need only be
changed once at the database level and not many times for each application.

The following integrity constraints are supported by Oracle:

NOT NULL Disallows nulls (empty entries) in a table’s column.

UNIQUE Disallows duplicate values in a column or set of
columns.

PRIMARY KEY Disallows duplicate values and nulls in a column

or set of columns.

FOREIGN KEY Requires each value in a column or set of columns
to match a value in a related table’s UNIQUE or
PRIMARY KEY. FOREIGN KEY integrity
constraints also define referential integrity actions
that dictate what Oracle should do with dependent
data if the data it references is altered.

CHECK Disallows values that do not satisfy the logical
expression of the constraint.

Keys

Key is used in the definitions of several types of integrity constraints. A key is the
column or set of columns included in the definition of certain types of integrity
constraints. Keys describe the relationships between the different tables and
columns of a relational database. The different types of keys include:
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Primary key The column or set of columns included in the
definition of a table’s PRIMARY KEY constraint. A
primary key’s values uniquely identify the rows in
a table. Only one primary key can be defined for
each table.

Unique key The column or set of columns included in the
definition of a UNIQUE constraint.

Foreign key The column or set of columns included in the
definition of a referential integrity constraint.

Referenced key The unique key or primary key of the same or
different table that is referenced by a foreign key.

Individual values in a key are called key values.

Database Triggers and Data Integrity

Database triggers let you define and enforce integrity rules, but a database trigger is
not the same as an integrity constraint. Among other things, a database trigger
defined to enforce an integrity rule does not check data already loaded into a table.
Therefore, it is strongly recommended that you use database triggers only when the
integrity rule cannot be enforced by integrity constraints.

Database Security Overview

Multiuser database systems, such as Oracle, include security features that control
how a database is accessed and used. For example, security mechanisms:

« Prevent unauthorized database access

« Prevent unauthorized access to schema objects
= Control disk usage

«  Control system resource use (such as CPU time)
« Audit user actions

Associated with each database user is a schema by the same name. By default, each
database user creates and has access to all objects in the corresponding schema.

Database security can be classified into two categories: system security and data
security.
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System security includes the mechanisms that control the access and use of the
database at the system level. For example, system security includes:

« Valid username/password combinations
« The amount of disk space available to a user’s schema objects
= The resource limits for a user

System security mechanisms check whether a user is authorized to connect to the
database, whether database auditing is active, and which system operations a user
can perform.

Data security includes the mechanisms that control the access and use of the
database at the schema object level. For example, data security includes:

= Which users have access to a specific schema object and the specific types of
actions allowed for each user on the schema object (for example, user SCOTT
can issue SELECT and | NSERT statements but not DELETE statements
using the EMP table)

« The actions, if any, that are audited for each schema object

Security Mechanisms

The Oracle server provides discretionary access control, which is a means of
restricting access to information based on privileges. The appropriate privilege
must be assigned to a user in order for that user to access a schema object.
Appropriately privileged users can grant other users privileges at their discretion.
For this reason, this type of security is called discretionary.

Oracle manages database security using several different facilities:
» Database users and schemas

« Privileges

« Roles

« Storage settings and quotas

= Resource limits

« Auditing

Figure 2-3 illustrates the relationships of the different Oracle security facilities, and
the following sections provide an overview of users, privileges, and roles.
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Privileges

Figure 2-3 Oracle Security Features
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Database Users and Schemas

Each Oracle database has a list of usernames. To access a database, a user must use
a database application and attempt a connection with a valid username of the
database. Each username has an associated password to prevent unauthorized use.

Security Domain Each user has a security domain—a set of properties that determine
such things as:

= The actions (privileges and roles) available to the user

= The tablespace quotas (available disk space) for the user

« The system resource limits (for example, CPU processing time) for the user

Each property that contributes to a user’s security domain is discussed in the
following sections.

A privilege is a right to execute a particular type of SQL statement. Some examples
of privileges include the right to:

« Connect to the database (create a session)

Oracle Server Features 2-21



Database Security Overview

« Create atable in your schema
«  Select rows from someone else’s table
« Execute someone else’s stored procedure

The privileges of an Oracle database can be divided into two categories: system
privileges and schema object privileges.

System Privileges System privileges allow users to perform a particular systemwide
action or a particular action on a particular type of schema object. For example, the
privileges to create a tablespace or to delete the rows of any table in the database are
system privileges. Many system privileges are available only to administrators and
application developers because the privileges are very powerful.

Schema Object Privileges Schema object privileges allow users to perform a
particular action on a specific schema object. For example, the privilege to delete
rows of a specific table is an object privilege. Object privileges are granted
(assigned) to users so that they can use a database application to accomplish specific
tasks.

Granted Privileges Privileges are granted to users so that users can access and
modify data in the database. A user can receive a privilege two different ways:

« Privileges can be granted to users explicitly. For example, the privilege to insert
records into the EMP table can be explicitly granted to the user SCOTT.

« Privileges can be granted to roles (a named group of privileges), and then the
role can be granted to one or more users. For example, the privilege to insert
records into the EMP table can be granted to the role named CLERK, which
in turn can be granted to the users SCOTT and BRI AN.

Because roles enable easier and better management of privileges, privileges are
normally granted to roles and not to specific users. The following section explains
more about roles and their use.

Roles

Oracle provides for easy and controlled privilege management through roles. Roles
are named groups of related privileges that you grant to users or other roles.

See Also: "Introduction to Roles" on page 25-17 for more
information about role properties

2-22 Oracle9i Database Concepts



Database Security Overview

Storage Settings and Quotas

Oracle provides a way to direct and limit the use of disk space allocated to the
database for each user, including default and temporary tablespaces and tablespace
quotas.

Default Tablespace Each user is associated with a default tablespace. When a user
creates a table, index, or cluster and no tablespace is specified to physically contain
the schema object, the user’s default tablespace is used if the user has the privilege
to create the schema object and a quota in the specified default tablespace. The
default tablespace feature provides Oracle with information to direct space usage in
situations where schema object’s location is not specified.

Temporary Tablespace Each user has a temporary tablespace. When a user executes a
SQL statement that requires the creation of temporary segments (such as the
creation of an index), the user’s temporary tablespace is used. By directing all users’
temporary segments to a separate tablespace, the temporary tablespace feature can
reduce 1/0 contention among temporary segments and other types of segments.

Tablespace Quotas Oracle can limit the collective amount of disk space available to
the objects in a schema. Quotas (space limits) can be set for each tablespace
available to a user. The tablespace quota security feature permits selective control
over the amount of disk space that can be consumed by the objects of specific
schemas.

Profiles and Resource Limits

Each user is assigned a profile that specifies limitations on several system resources
available to the user, including the following:

« Number of concurrent sessions the user can establish
« CPU processing time available for:

— The user’s session

— Asingle call to Oracle made by a SQL statement
« Amount of logical 1/0 available for:

— The user’s session

— Asingle call to Oracle made by a SQL statement
« Amount of idle time available for the user’s session

= Amount of connect time available for the user’s session
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» Password restrictions:
— Account locking after multiple unsuccessful login attempts
— Password expiration and grace period
— Password reuse and complexity restrictions

Different profiles can be created and assigned individually to each user of the
database. A default profile is present for all users not explicitly assigned a profile.
The resource limit feature prevents excessive consumption of global database
system resources.

Selective Auditing of User Actions

Oracle permits selective auditing (recorded monitoring) of user actions to aid in the
investigation of suspicious database use. Auditing can be performed at three
different levels: statement auditing, privilege auditing, and schema object auditing.

Statement auditing Statement auditing is the auditing of specific SQL
statements without regard to specifically named
schema objects. In addition, database triggers
enable a DBA to extend and customize Oracle’s
built-in auditing features.

Statement auditing can be broad and audit all users
of the system or can be focused to audit only
selected users of the system. For example,
statement auditing by user can audit connections
to and disconnections from the database by the
users SCOTT and LORI.

Privilege auditing Privilege auditing is the auditing of powerful
system privileges without regard to specifically
named schema objects. Privilege auditing can be
broad and audit all users or can be focused to audit
only selected users.

Schema object Schema object auditing is the auditing of access to

auditing specific schema objects without regard to user.
Object auditing monitors the statements permitted
by object privileges, such as SELECT or DELETE
statements on a given table.

For all types of auditing, Oracle allows the selective auditing of successful
statement executions, unsuccessful statement executions, or both. This enables
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monitoring of suspicious statements, regardless of whether the user issuing a
statement has the appropriate privileges to issue the statement. The results of
audited operations are recorded in a table called the audit trail. Predefined views of
the audit trail are available so you can easily retrieve audit records.

Database Backup and Recovery Overview

This section covers the structures and software mechanisms used by Oracle to
provide:

« Database recovery required by different types of failures
« Flexible recovery operations to suit any situation

« Availability of data during backup and recovery operations so users of the
system can continue to work

Why Recovery Is Important

In every database system, the possibility of a system or hardware failure always
exists. If a failure occurs and affects the database, the database must be recovered.
The goals after a failure are to ensure that the effects of all committed transactions
are reflected in the recovered database and to return to normal operation as quickly
as possible while insulating users from problems caused by the failure.

Types of Failures

Several circumstances can halt the operation of an Oracle database. The most
common types of failure are described as follows;

User error User errors can require a database to be recovered to a
point in time before the error occurred. For example, a
user may accidentally drop a table. To enable recovery
from user errors and accommodate other unique
recovery requirements, Oracle provides exact
point-in-time recovery. For example, if a user
accidentally drops a table, the database can be
recovered to the instant in time before the table was
dropped.
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Statement failure
and process failure

Instance failure
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Statement failure occurs when there is a logical failure
in the handling of a statement in an Oracle program
(for example, the statement is not a valid SQL
construction). When statement failure occurs, the
effects (if any) of the statement are automatically
undone by Oracle and control is returned to the user.

A process failure is a failure in a user process
accessing Oracle, such as an abnormal disconnection
or process termination. The failed user process cannot
continue work, although Oracle and other user
processes can. The Oracle background process PMON
automatically detects the failed user process or is
informed of it by SQL*Net. PMON resolves the
problem by rolling back the uncommitted transaction
of the user process and releasing any resources that
the process was using.

Common problems such as erroneous SQL statement
constructions and aborted user processes should
never halt the database system as a whole.
Furthermore, Oracle automatically performs
necessary recovery from uncommitted transaction
changes and locked resources with minimal impact
on the system or other users.

Instance failure occurs when a problem arises that
prevents an instance from continuing work. Instance
failure can result from a hardware problem such as a
power outage, or a software problem such as an
operating system crash. When an instance failure
occurs, the data in the buffers of the system global
area is not written to the datafiles.

Instance failure requires crash recovery or instance
recovery. Crash recovery is automatically performed
by Oracle when the instance restarts. In an Oracle9i
Real Application Clusters environment, the SMON
process of another instance performs instance
recovery. The redo log is used to recover the
committed data in the SGA’s database buffers that
was lost due to the instance failure.
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Media (disk) failure An error can occur when trying to write or read a file
that is required to operate the database. This is called
disk failure because there is a physical problem
reading or writing physical files on disk. A common
example is a disk head crash, which causes the loss of
all files on a disk drive.

Different files can be affected by this type of disk
failure, including the datafiles, the redo log files, and
the control files. Also, because the database instance
cannot continue to function properly, the data in the
database buffers of the system global area cannot be
permanently written to the datafiles.

A disk failure requires media recovery. Media
recovery restores a database’s datafiles so the
information in them corresponds to the most recent
time point before the disk failure, including the
committed data in memory that was lost because of
the failure. To complete a recovery from a disk failure,
the following is required: backups of the database’s
datafiles, and all online and necessary archived redo
log files.

Oracle provides for complete recovery from all possible types of hardware failures,
including disk crashes. Options are provided so that a database can be completely
recovered or partially recovered to a specific point in time.

If some datafiles are damaged in a disk failure but most of the database is intact and
operational, the database can remain open while the required tablespaces are
individually recovered. Therefore, undamaged portions of a database are available
for normal use while damaged portions are being recovered.

Structures Used for Recovery

Oracle uses several structures to provide complete recovery from an instance or
disk failure: the redo log, undo records, a control file, and database backups. If
compatibility is set to Oracle9i, Release 1 (9.0.1) or higher, undo records can be
stored in either rollback segments or undo tablespaces.
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See Also: "Automatic Undo Management" on page 3-22 for more
information about managing undo records

The Redo Log

The redo log is a set of files that protect altered database data in memory that has
not been written to the datafiles. The redo log can consist of two parts: the online
redo log and the archived redo log.

The Online Redo Log The online redo log is a set of two or more online redo log
files that record all changes made to the database, including both uncommitted and
committed changes. Redo entries are temporarily stored in redo log buffers of the
system global area, and the background process LGWR writes the redo entries
sequentially to an online redo log file. LGWR writes redo entries continually, and it
also writes a commit record every time a user process commits a transaction.

The online redo log files are used in a cyclical fashion. For example, if two files
constitute the online redo log, the first file is filled, the second file is filled, the first
file is reused and filled, the second file is reused and filled, and so on. Each time a
file is filled, it is assigned a log sequence number to identify the set of redo entries.

To avoid losing the database due to a single point of failure, Oracle can maintain
multiple sets of online redo log files. A multiplexed online redo log consists of
copies of online redo log files physically located on separate disks. Changes made to
one member of the group are made to all members.

If a disk that contains an online redo log file fails, other copies are still intact and
available to Oracle. System operation is not interrupted, and the lost online redo log
files can be easily recovered using an intact copy.

The Archived Redo Log Optionally, filled online redo files can be archived before
being reused, creating an archived redo log. Archived (offline) redo log files
constitute the archived redo log.

The presence or absence of an archived redo log is determined by the mode that the
redo log is using:

ARCHIVELOG The filled online redo log files are archived before
they are reused in the cycle.

NOARCHIVELOG The filled online redo log files are not archived.

In ARCHIVELOG mode, the database can be completely recovered from both
instance and disk failure. The database can also be backed up while it is open and
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available for use. However, additional administrative operations are required to
maintain the archived redo log.

If the database’s redo log operates in NOARCHIVELOG mode, the database can be
completely recovered from instance failure but not from disk failure. Also, the
database can be backed up only while it is completely closed. Because no archived
redo log is created, no extra work is required by the database administrator.

Undo Records

If compatibility is set to Oracle9i, Release 1 (9.0.1) or higher, undo records can be
stored in either rollback segments or undo tablespaces.

Rollback Segment Undo Rollback segments have traditionally stored undo
information used by several functions of Oracle. During database recovery, after all
changes recorded in the redo log have been applied, Oracle uses rollback segment
information to undo any uncommitted transactions. Because rollback segments are
stored in the database buffers, this important recovery information is automatically
protected by the redo log.

Automatic Undo Management Oracle9i, Release 1 (9.0.1), offers another method of
storing undo records: using undo tablespaces. Automatic undo management has
the following advantages over the traditional rollback segments:

« Automatic undo management eliminates the complexities of managing rollback
segment space.

« Automatic undo management enables DBAs to exert control over how long
undo records are retained before being overwritten.

Oracle recommends operating in automatic undo management mode. The database
server can manage undo more efficiently, and automatic undo management mode is
less complex to implement and manage.

See Also:

= Oracle9i Database Administrator’s Guide for more information
about managing undo space

« "Undo Space Acquisition and Management" on page 6-9 for
information about specifying the undo method at startup

« "The Rollback Segment SYSTEM" on page 3-31 and "Automatic
Undo Management" on page 3-22 for more information about
managing undo space
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Control Files

The control files of a database keep, among other things, information about the file
structure of the database and the current log sequence number being written by
LGWR. During normal recovery procedures, the information in a control file is used
to guide the automated progression of the recovery operation.

Multiplexed Control Files Oracle can maintain a number of identical control files,
updating all of them simultaneously.

Database Backups

Because one or more files can be physically damaged as the result of a disk failure,
media recovery requires the restoration of the damaged files from the most recent
operating system backup of a database. There are several ways to back up the files
of a database.

Whole Database Backups A whole database backup is an operating system backup of
all datafiles, online redo log files, and the control file of an Oracle database. A whole
database backup is performed when the database is closed and unavailable for use.

Partial Backups A partial backup is an operating system backup of part of a database.
The backup of an individual tablespace’s datafiles or the backup of a control file are
examples of partial backups. Partial backups are useful only when the database’s
redo log is operated in ARCHIVELOG mode.

A variety of partial backups can be taken to accommodate any backup strategy. For
example, you can back up datafiles and control files when the database is open or
closed, or when a specific tablespace is online or offline. Because the redo log is
operated in ARCHIVELOG mode, additional backups of the redo log are not
necessary. The archived redo log is a backup of filled online redo log files.

Basic Recovery Steps

Because of the way DBWn writes database buffers to datafiles, at any given time a
datafile might contain some tentative modifications by uncommitted transactions
and might not contain some modifications by committed transactions. Therefore,
two potential situations can result after a failure:

« Data blocks containing committed modifications were not written to the
datafiles, so the changes appear only in the redo log. Therefore, the redo log
contains committed data that must be applied to the datafiles.
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= Because the redo log can contain data that was not committed, uncommitted
transaction changes applied by the redo log during recovery must be erased
from the datafiles.

To solve this situation, two separate steps are always used by Oracle during
recovery from an instance or media failure: rolling forward and rolling back.

Rolling Forward

The first step of recovery is to roll forward, which is to reapply to the datafiles all of
the changes recorded in the redo log. Rolling forward proceeds through as many
redo log files as necessary to bring the datafiles forward to the required time.

If all necessary redo information is online, Oracle rolls forward automatically when
the database starts. After roll forward, the datafiles contain all committed changes
as well as any uncommitted changes that were recorded in the redo log.

Rolling Back

The roll forward is only half of recovery. After the roll forward, any changes that
were not committed must be undone. After the redo log files have been applied,
then the undo records are used to identify and undo transactions that were never
committed yet were recorded in the redo log. This process is called rolling back.
Oracle completes this step automatically.

See Also: Oracle9i Backup and Recovery Concepts

Transparent Application Failover (TAF)

Rapid recovery minimizes the time data is unavailable to users, but it does not
address the disruption caused when user sessions fail. Users need to reestablish
connections to the database, and work in progress can be lost. Transparent
Application Failover (TAF) can mask many failures from users, restoring any
session state and resuming queries that had been in progress at the time of the
failure. Developers can further extend these capabilities by building applications
that leverage TAF and make all failures, including those affecting transactions,
transparent to users.

See Also: Oracle9i Net Services Administrator’s Guide for more
information about TAF
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Recovery Manager

Recovery Manager (RMAN) is an Oracle utility that manages backup and recovery
operations, creates backups of database files (datafiles, control files, and archived
redo log files), and restores or recovers a database from backups.

Recovery Manager maintains a repository called the recovery catalog, which
contains information about backup files and archived log files. Recovery Manager
uses the recovery catalog to automate both restore operations and media recovery.

The recovery catalog contains:

« Information about backups of datafiles and archive logs

« Information about datafile copies

« Information about archived redo logs and copies of them

« Information about the physical schema of the target database

« Named sequences of statements called stored scripts

See Also: Oracle9i Recovery Manager User’s Guide for more
information about Recovery Manager

Instance Recovery Tuning

There are several methods for improving performance of instance and crash
recovery to keep the duration of recovery within user-specified bounds. For
example:

« Use initialization parameters to influence the number of redo log records and
data blocks involved in recovery.

« Size the redo log file to influence checkpointing frequency.
« Use SQL statements to initiate checkpoints.
« Parallelize instance recovery operations to further shorten the recovery time.

Besides using checkpoints to tune instance recovery, you can also use a variety of
parameters to control Oracle’s behavior during the rolling forward and rolling back
phases of instance recovery. In some cases, you can parallelize operations and
thereby increase recovery efficiency.
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How Redo Log Size Influences Checkpointing Frequency

The size of a redo log file directly influences checkpoint performance. The smaller
the size of the smallest log, the more aggressively Oracle writes dirty buffers to disk
to ensure that the position of the checkpoint has advanced to the current log before
that log completely fills. Forcing the checkpoint to advance into the current log
before it fills means that Oracle does not need to wait for the checkpoint to advance
out of a redo log file before it can be reused. Oracle enforces this behavior by
ensuring that the number of redo blocks between the checkpoint and the most
recent redo record is less than 90% of the size of the smallest log.

If the redo logs are small compared to the number of changes made against the
database, then Oracle must switch logs frequently. If the value of LOG_
CHECKPO NT_I NTERVAL is less than 90% of the size of the smallest log, then the
size of the smallest log file does not influence checkpointing behavior.

Although you specify the number and sizes of online redo log files at database
creation, you can alter the characteristics of the redo log files after startup. Use the
ADD LOGFI LE clause of the ALTER DATABASE statement to add a redo log file
and specify its size, or the DROP LOGFI LE clause to drop a redo log.

The size of the redo log appears in the LOG FI LE_SI ZE_REDO BLKS column of
the V$I NSTANCE_RECOVERY dynamic performance view. This value shows how
the size of the smallest online redo log is affecting checkpointing. By increasing or
decreasing the size of the online redo logs, you indirectly influence the frequency of
checkpoint writes.

See Also: Oracle9i Database Performance Guide and Reference for
more information about tuning instance recovery

Use of SQL Statements to Initiate Checkpoints

Besides setting initialization parameters and sizing your redo log files, you can also
influence checkpoints with SQL statements. ALTER SYSTEM CHECKPO NT
directs Oracle to record a checkpoint for the node, and ALTER SYSTEM

CHECKPO NT GLOBAL directs Oracle to record a checkpoint for every node in a
cluster.

SQL-induced checkpoints are heavyweight. This means that Oracle records the
checkpoint in a control file shared by all the redo threads. Oracle also updates the
datafile headers. SQL-induced checkpoints move the checkpoint position to the
point that corresponded to the end of the log when the statement was initiated.
These checkpoints can adversely affect performance, because the additional writes
to the datafiles increase system overhead.
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See Also: Oracle9i SQL Reference for more information about these
SQL statements

Introduction to Oracle9i Data Guard

Oracle’s Standby Database is the most frequently used and, for most environments,
the most effective disaster recovery solution for Oracle databases. Oracle9i, Release
1(9.0.1), provides enhancements that do much more than meet essential disaster
recovery requirements. By automating complex tasks and providing dramatically
enhanced monitoring, alert, and control mechanisms, Standby Database and a
number of new modules now help you to survive mistakes, corruptions and other
disasters that might otherwise destroy your database. Also, the downtime required
for upgrades, such as hardware and operating system maintenance, can be
significantly reduced using Oracle9i standby databases.

As well as enhancing Standby Database, several entirely new components have
been added that provide further protection against user errors and corruptions.
These new components, together with the enhanced Standby Database, are
contained in a new Oracle9i database feature called Oracle9i Data Guard.

See Also: Oracle9i Data Guard Concepts and Administration
Background of Oracle9i Data Guard

Oracle8 Automated Standby Database
The Oracle8 Automated Standby Database feature provides the means to create and
automatically maintain copies of a production database to protect against disasters.

Oracle8 Automated Standby Database configuration performs the following
functions:

« Updates the standby databases by automatically shipping archive logs as the
primary database creates them.

« Includes a production (primary) database linked to one to four standby
databases that are identical copies of the production database. Each can be used
to take over production processing from the production database.

« Applies the archived redo logs to each standby using standard Oracle recovery.
Logs are applied automatically, or they can accumulate for manual updating.

« The primary database is open and active. The standby database is either in
recovery or open read-only.
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Figure 2-4 Oracle8 Automated Standby Database
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Figure 2-4 shows that as the online redo logs are archived locally, they are
concurrently shipped to the standby database(s) through Oracle Net Services.

Most Oracle8-based disaster protection solutions include Automated Standby
Database. Any application can use Automated Standby Database, because any
Oracle database can be rebuilt with a backup and its logs using standard Oracle
recovery. The performance impact of log shipping on primary-side performance is
negligible.

What Kind of High Availability: Fast Failover or Disaster Protection?

Cluster technologies that are used for fast failover are often referred to as high
availability solutions. But maintaining enterprise application continuity after a
disaster or corruption is also a critical part of achieving high service levels. Fast
failover cluster technologies, and the problems they solve, are quite different from
those used for disaster protection. While these two areas are not mutually exclusive,
from a practical perspective, the technologies used in one area often are not applied
to solve problems in the other.
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Fast Failover Cluster-based high availability solutions include more than one system
or instance pointed at the same pool of disks. A high availability cluster can include
multiple active and independent nodes working together on one database, or just
one node that operates on the database at a time and then fails over to another
single node on the same cluster. Fast failover solutions minimize downtime by
detecting and identifying system faults or failures, and then failing over quickly.
Any disaster that destroys or corrupts data does so for all potential failover target
systems. Even with a fully hardware-mirrored disk configuration, any corruption
written to one disk is immediately propagated to the mirror; there is no practical
way to prevent this by checking at the hardware level.

Scalability is an additional advantage of multisystem clusters that operate on one
database. Oracle9i Real Application Clusters is an example of this kind of a cluster
solution that provides both scalability as well as enterprise-class availability.

Disaster Protection There are no shared disks in typical disaster protection, or in DR
(disaster recovery) configurations. The first priority is to ensure that copies of the
data are elsewhere, usable, and correct when any data-destroying disaster strikes.
Each site’s peculiar risk profile determines the likelihood of disasters like floods,
hurricanes, and earthquakes, and therefore the distance needed to ensure that one
site’s risks are independent of the other. That is, the standby database must be far
enough away from the primary system’s location so that the same events likely to
disable the primary are unlikely to also cripple the standby. In hurricane or
earthquake country, this can mean more than 250 miles. Hardware and
cluster-based mirroring technologies currently provide solutions that either do not
scale to meet these needs, or do so in configurations that are difficult to
economically justify.

You can implement Automated Standby Database locally, that is, connected to the
primary using a local area network (LAN). The standby database would be a
failover option despite slower failover time compared to clusters. Such a standby
configuration would provide greater protection against user errors, system
problems, and corruptions. Errors can appear on the primary database without
propagating to the standby. In these cases, the only database copy not impacted
would be on the standby database’s disks.

If your environment demands fast failover as well as data protection, you can
implement cluster solutions along with Automated Standby Database. Oracle Fail
Safe or Oracle9i Real Application Clusters can be used for quick failover to another
instance for transient faults, with failover to a standby reserved for more serious
problems.
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See Also: Oracle9i Real Application Clusters Concepts for more
information about high availability strategy

Overview of Oracle9i Data Guard

Oracle9i provides a number of new features that help to prevent or minimize losses
due to human errors, disasters, and data corruption.

Physical Standby Database

Physical standby database is the Oracle9i version of the Oracle8 Automated
Standby Database feature, with one difference. The log transport services are now a
separate component. The log transport services have been enhanced to support the
new logical standby database feature and other features as well as physical standby
database.

We call this "physical”" standby because of this feature’s roots in recovery. A physical
standby is physically identical to the primary. Put another way, standby on-disk
data structures are identical to the primary’s on a block-for-block basis, because
recovery applies changes block-for-block using the physical ROWID. The database
schema, including indexes, must be the same, and the database cannot be opened
read/write.

Logical Standby Database

Logical standby database is a new feature that takes standard Oracle archive logs,
transforms them back into SQL transactions, and then applies them to an open
standby database. Because the database is open, it is physically different from the
primary database. As the standby is logically the same as the primary;, it can be used
to take over processing if the primary database is mistakenly harmed by human
error, a corruption, or a disaster. Because transactions are applied using SQL, the
standby database can be used concurrently for other tasks. Decision support can be
optimized by using different indexes and materialized views than those on the
primary.

Logical standby database is first and foremost a data protection feature. Just like
physical standby database, it uses archive logs shipped the moment they are created
on the primary system, performing all related processing on the standby database,
out of harm’s way in the case of a primary database failure. Updates recorded in the
log always include the previous values as well as the new, updated values. Logical
standby database compares these previous values to the previous values in the
logical standby database.
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Log Transport Services

Log transport services are used by both physical and logical standby database
components. The functions it provides include control of different log shipping
mechanisms, log shipping error handling and reporting, and retrieving "lost" logs
after a system failure. Guaranteed data protection is now possible using one of the
new log transport modes.

Oracle9i Data Guard Broker

Data Guard broker provides monitoring, control, and automation of the log
transport services and the logical and physical standby components. For instance,
using only one command to initiate failover, Data Guard broker can be used to
control the entire process as the primary role moves from the primary to either type
of standby database. Users can choose one of two different interfaces to perform
role changes such as failover, that is, having the standby take over production
processing from the primary database. One option is to use the new Oracle
Enterprise Manager Data Guard Manager. It provides a graphical user interface
(GUI) for most configuration and set-up tasks, as well as operational functions. A
command-line interface (CLI) is also available. It provides access to both basic
monitoring and all commands needed to make role changes, as well as the ability to
configure and set up a Oracle9i Data Guard environment.

Oracle Enterprise Manager Data Guard Manager

Data Guard Manager is a part of Oracle Enterprise Manager. More than GUI-based
access, the complete Oracle Enterprise Manager architecture is implemented while
also fully integrated with Oracle9i Data Guard broker.

Oracle9i LogMiner™

LogMiner has been significantly enhanced in Oracle9i. LogMiner is a relational tool
that lets the administrator use SQL to read, analyze, and interpret log files.
LogMiner can view any redo log file, online or archived.

LogMiner technology now provides much of the infrastructure used by logical
standby database and other features that are not discussed here, as well as broader
data type support and other enhancements to LogMiner itself. A new Oracle
Enterprise Manager application, Oracle9i LogMiner™ Viewer, adds a GUI-based
interface to the pre-existing command-line interface.
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See Also: "LogMiner SQL-Based Log Analyzer Overview" on
page 2-43 for more information about LogMiner

How the Data Guard Components Work Together
Figure 2-5 illustrates how these components fit together, as described in the text

following the figure.

Figure 2-5 Oracle9i Data Guard Component Architecture
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Figure 2-5 shows the various access options and user interface preferences.

« Logical standby database and physical standby database can be accessed as
standalone components using command-line interfaces (CLIs) specific to each.
Scripts written for prior versions of physical standby database can run because
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existing commands and interfaces have been retained for compatibility.
Alternatively, new DDL commands provide each with enhanced CLIs.
Wherever possible, common syntax and semantics are used, minimizing the
logical standby learning time required for a DBA familiar with physical
standby.

« Data Guard broker controls the primary and all standby systems as well as their
log transport. Accessing Data Guard using its command-line interface provides
the following features:

« Setup and configuration: The broker can be used to set up multiple systems
once some prerequisite activities are performed on each of the individual
systems.

« Failover: By using the broker, operations like failover can be run using just a
single command. The CLI can also be used to initiate failover. A unified
view of status across all broker-monitored systems also can be queried
using CLI.

« Events and availability monitoring: Data Guard broker provides CLI-based
access to a unified view of all systems’ health and availability.

« Access using any system: The user can connect to any system under the
broker’s control, enabling systems monitoring and control to continue
operation despite system failures. Once connected, all broker-controlled
systems are visible, and all operations can be performed. This eliminates a
single point of failure for broker access.

« Oracle Enterprise Manager’s Data Guard Manager also provides a multisystem
view using the Data Guard broker. All of the broker’s CLI-based functionality is
provided by Data Guard Manager. Additionally, its graphical monitor provides
visual cues such as color changes when critical events occur, more guidance for
both set-up and configuration, and simpler execution of operations such as
failover. Also, for a two-node physical standby configuration, an Oracle
Enterprise Manager Data Guard Manager wizard leads users through the steps
required to get up and running.

There are a number of factors to consider when choosing whether to implement a
physical standby database, a logical standby database, or both. These include:

« Logical standby database can be used for dual purposes. While changes are
being applied to the logical standby, its database can be open, servicing
reporting requests at the same time.

« Logical standby database requires a higher level of investment in database
administrator expertise.
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= The solution that maximizes data protection against all corruptions typically
includes both logical and physical standby databases.

See Also: Oracle9i Data Guard Concepts and Administration for
more information about Data Guard

Disaster Recovery Server and DRMON

In today’s world of e-commerce, companies that do business on the Internet must
have a strategy for recovering their applications and databases when, not if, things
go wrong. The subject of disaster recovery and planned or unplanned failover
should be considered by every database administrator who might oversee an
unplanned outage from a real disaster such as a hurricane, or a planned outage
such as when upgrading hardware.

The Disaster Recovery (DR) Server is part of a larger high availability strategy that
helps the database administrator achieve this goal.

See Also:

=  Oracle9i Real Application Clusters Concepts for more information
about high availability strategy

«  Oracle9i Data Guard Concepts and Administration for information
about Data Guard

The DR Server is a distributed computing system that delivers enhanced ability to
recover from various disaster scenarios.

An Oracle DR Server fundamentally consists of a collection of loosely connected
nodes that combines physical and logical standby solutions into a single, easily
managed disaster recovery solution. DR Server nodes, or sites, may be dispersed
geographically and, if so, are connected through the network. Each DR Server node
may be a simple instance, or the node may be a more complex system such as a fail
safe cluster. DR Server manages these nodes as a single distributed computing
system that offers higher availability than one can get from the individual nodes
alone.

DR Server implements a failover system with replicated data across the server

nodes. The database administrator configures the server such that the database and
applications are instantiated on each node. One node is designated a primary node.
This is where the database is fully available to applications and from whence data is
shipped primarily in the form of redo logs. The other server nodes serve as standby
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systems to the primary node. They accept redo logs shipped from the primary node
and apply changes (logically or physically) to their copies of the database.

The standby nodes of the DR Server are ready to take over in the event that the
primary node fails. Thus, the data and applications being served to users remain
available in the face of a disaster that removes the primary node from operation.

The DR Server architecture provides two major functions for the database
administrator:

« It provides a way for the DBA to logically configure a failover grouping of
resources to be managed as a highly available service.

« Italso specifies the underlying computing framework that constitutes the
operational DR Server system itself.

See Also: Oracle9i Data Guard Concepts and Administration for
more information about the disaster recovery server and DRMON

Limiting Data Loss

In a primary/standby configuration, all noncurrent logs of the primary site are
shipped to the standby site. This keeps the standby site up to date. However, if the
primary database shuts down unexpectedly, records in a redo log that is still
recording will be lost, because they have not yet been archived to the standby site.
Open threads in a redo log file constitute a lag between the primary and standby
databases.

Oracle9i, Release 1 (9.0.1), provides some ways to limit this lag and the data loss it
can cause.

= You have the option of having the LGWR process shipping redo log data to the
standby database at the same time it writes them to the local disk. This
functionality is called standby zero data loss. This method essentially provides
remote redo log mirroring. However, there is a large performance loss.

= You can limit the number of redo records that can be lost between the primary
and standby sites. You do this by setting the system parameter ARCHI VE_LAG
TARGET in the initialization file to the number of seconds that can elapse
between the time a redo log is started and the time it is archived to standby. A
recommended value is 1800 seconds (30 minutes).
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Note: This value is a target, not a guaranteed limit. After the
primary site shuts down, any transaction whose commit record is
missed by the standby is lost as a whole in the standby database.
As a result, long transactions will make the standby data loss larger.

See Also: Oracle9i Data Guard Concepts and Administration for
details about choosing values for ARCHI VE_LAG TARGET

LogMiner SQL-Based Log Analyzer Overview

LogMiner is a relational tool that lets you read, analyze, and interpret online and
archived log files using SQL. You can also use LogMiner Viewer to access LogMiner
functionality. LogMiner Viewer, which is available with Oracle Enterprise Manager,
provides a graphical user interface to LogMiner.

Analysis of the log files with LogMiner can be used to:

Track specific sets of changes based on transaction, user, table, time, and so on.
You can determine who modified a database object and what the object data
was before and after the modification. The ability to trace and audit database
changes back to their source and undo the changes provides data security and
control.

Pinpoint when an incorrect modification was introduced into the database. This
lets you perform logical recovery at the application level instead of at the
database level.

Provide supplemental information for tuning and capacity planning. You can
also perform historical analysis to determine trends and data access patterns.

Retrieve critical information for debugging complex applications.

Note: LogMiner can only read and analyze log files from Oracle8
or later.

See Also: Oracle9i Database Administrator’s Guide for more
information about the LogMiner
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Database Structures

Part Il describes the basic structural architecture of the Oracle database, including
physical and logical storage structures. Part Il contains the following chapters:

« Chapter 3, "Data Blocks, Extents, and Segments"
« Chapter 4, "Tablespaces, Datafiles, and Control Files"

« Chapter 5, "The Data Dictionary"
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Data Blocks, Extents, and Segments

This chapter describes the nature of and relationships among the logical storage

structures in the Oracle server. It includes:

Introduction to Data Blocks, Extents, and Segments

Data Blocks Overview
Extents Overview
Segments Overview

Automatic Undo Management
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Introduction to Data Blocks, Extents, and Segments

Oracle allocates logical database space for all data in a database. The units of
database space allocation are data blocks, extents, and segments. Figure 3—-1 shows

the relationships among these data structures:

Figure 3-1 The Relationships Among Segments, Extents, and Data Blocks

At the finest level of granularity, Oracle stores data in data blocks (also called
logical blocks, Oracle blocks, or pages). One data block corresponds to a specific
number of bytes of physical database space on disk.

The next level of logical database space is an extent. An extent is a specific number
of contiguous data blocks allocated for storing a specific type of information.
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The level of logical database storage above an extent is called a segment. A segment
is a set of extents, each of which has been allocated for a specific data structure and
all of which are stored in the same tablespace. For example, each table’s data is
stored in its own data segment, while each index’s data is stored in its own index
segment. If the table or index is partitioned, each partition is stored in its own
segment.

Oracle allocates space for segments in units of one extent. When the existing extents
of a segment are full, Oracle allocates another extent for that sesgment. Because
extents are allocated as needed, the extents of a segment may or may not be
contiguous on disk.

A segment and all its extents are stored in one tablespace. Within a tablespace, a
segment can include extents from more than one file; that is, the segment can span
datafiles. However, each extent can contain data from only one datafile.

Although you can allocate additional extents, the blocks themselves are allocated
separately. If you allocate an extent to a specific instance, the blocks are immediately
allocated to the free list. However, if the extent is not allocated to a specific instance,
then the blocks themselves are allocated only when the high water mark moves.
The high water mark is the boundary between used and unused space in a
segment.

Note: In Oracle9i, Release 1 (9.0.1), free space can be managed
automatically. See "Free Space Management" on page 3-6.

Data Blocks Overview

Oracle manages the storage space in the datafiles of a database in units called

data blocks. A data block is the smallest unit of 1/0 used by a database. In contrast,
at the physical, operating system level, all data is stored in bytes. Each operating
system has a block size. Oracle requests data in multiples of Oracle data blocks, not
operating system blocks.

The standard block size is specified by the initialization parameter DB_BLOCK _

SI ZE. In addition, Oracle9i, Release 1 (9.0.1), permits specification of up to five
nonstandard block sizes. The data block sizes should be a multiple of the operating
system’s block size within the maximum limit to avoid unnecessary 1/0. Oracle
data blocks are the smallest units of storage that Oracle can use or allocate.
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See Also:

« Your Oracle operating system specific documentation for more
information about data block sizes

« "Nonstandard Block Sizes" on page 4-13 for information about
using nonstandard block sizes

Data Block Format

The Oracle data block format is similar regardless of whether the data block
contains table, index, or clustered data. Figure 3-2 illustrates the format of a
data block.

Figure 3-2 Data Block Format
Database Block

Common and Variable Header
Table Directory

Row Directory

Free Space

Row Data

Header (Common and Variable)

The header contains general block information, such as the block address and the
type of segment (for example, data, index, or rollback).
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Table Directory

This portion of the data block contains information about the table having rows in
this block.

Row Directory

This portion of the data block contains information about the actual rows in the
block (including addresses for each row piece in the row data area).

Once the space has been allocated in the row directory of a data block’s overhead,
this space is not reclaimed when the row is deleted. Therefore, a block that is
currently empty but had up to 50 rows at one time continues to’ have 100 bytes
allocated in the header for the row directory. Oracle reuses this space only when
new rows are inserted in the block.

Overhead

The data block header, table directory, and row directory are referred to collectively
as overhead. Some block overhead is fixed in size; the total block overhead size is
variable. On average, the fixed and variable portions of data block overhead total 84
to 107 bytes.

Row Data
This portion of the data block contains table or index data. Rows can span blocks.

See Also: "Row Chaining and Migrating" on page 3-7

Free Space

Free space is allocated for insertion of new rows and for updates to rows that
require additional space (for example, when a trailing null is updated to a nonnull
value). Whether issued insertions actually occur in a given data block is a function
of current free space in that data block and the value of the space management
parameter PCTFREE.

In data blocks allocated for the data segment of a table or cluster, or for the index
segment of an index, free space can also hold transaction entries. A transaction
entry is required in a block for each | NSERT, UPDATE, DELETE, and
SELECT. .. FOR UPDATE statement accessing one or more rows in the block. The
space required for transaction entries is operating system dependent; however,
transaction entries in most operating systems require approximately 23 bytes.
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See Also:

« "Free Space Management" on page 3-6 for an introduction to
in-segment free space management

« "PCTFREE, PCTUSED, and Row Chaining" on page 3-8 for
more information about space management using free lists

Free Space Management
Free space can be managed automatically or manually.

With Oracle9i, Release 1 (9.0.1), free space can be managed automatically inside
database segments. The in-segment free/used space is tracked using bitmaps, as
opposed to free lists. Use of automatic segment-space management offers the
following benefits:

« Easeof use

« Better space utilization, especially for the objects with highly varying size rows
« Better run-time adjustment to variations in concurrent access

« Better multi-instance behavior in terms of performance/space utilization

« Preparation for future enhancements, such as in-space segment reorganization
and in-place tablespace reorganization

You specify automatic segment-space management when you create a locally
managed tablespace. The specification then applies to all segments subsequently
created in this tablespace.

See Also:

= Oracle9i Database Administrator’s Guide

« Oracle9i SQL Reference

«  Oracle9i Supplied PL/SQL Packages and Types Reference

Availability and Compression of Free Space in a Data Block

Two types of statements can increase the free space of one or more data blocks:
DELETE statements, and UPDATE statements that update existing values to
smaller values. The released space from these types of statements is available for
subsequent | NSERT statements under the following conditions:
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« Ifthe | NSERT statement is in the same transaction and subsequent to the
statement that frees space, the | NSERT statement can use the space made
available.

« Ifthe | NSERT statement is in a separate transaction from the statement that
frees space (perhaps being executed by another user), the | NSERT statement
can use the space made available only after the other transaction commits and
only if the space is needed.

Released space may or may not be contiguous with the main area of free space in a
data block. Oracle coalesces the free space of a data block only when (1) an | NSERT
or UPDATE statement attempts to use a block that contains enough free space to
contain a new row piece, and (2) the free space is fragmented so the row piece
cannot be inserted in a contiguous section of the block. Oracle does this
compression only in such situations, because otherwise the performance of a
database system decreases due to the continuous compression of the free space in
data blocks.

Row Chaining and Migrating

In two circumstances, the data for a row in a table may be too large to fit into a
single data block. In the first case, the row is too large to fit into one data block
when it is first inserted. In this case, Oracle stores the data for the row in a chain of
data blocks (one or more) reserved for that segment. Row chaining most often
occurs with large rows, such as rows that contain a column of datatype LONG or
LONG RAW Row chaining in these cases is unavoidable.

However, in the second case, a row that originally fit into one data block is updated
so that the overall row length increases, and the block’s free space is already
completely filled. In this case, Oracle migrates the data for the entire row to a new
data block, assuming the entire row can fit in a new block. Oracle preserves the
original row piece of a migrated row to point to the new block containing the
migrated row. The rowid of a migrated row does not change.

When a row is chained or migrated, 1/0 performance associated with this row
decreases because Oracle must scan more than one data block to retrieve the
information for the row.
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See Also:

« "Row Format and Size" on page 11-6 for more information on
the format of a row and a row piece

« "Rowids of Row Pieces" on page 11-8 for more information on
rowids

« "Physical Rowids" on page 13-18 for information about rowids

«  Oracle9i Database Performance Guide and Reference for
information about reducing chained and migrated rows and
improving I/0 performance

PCTFREE, PCTUSED, and Row Chaining

For manually managed tablespaces, two space management parameters, PCTFREE
and PCTUSED, enable you to control the use of free space for inserts of and
updates to the rows in all the data blocks of a particular segment. Specify these
parameters when you create or alter a table or cluster (which has its own data
segment). You can also specify the storage parameter PCTFREE when creating or
altering an index (which has its own index segment).

Note: This discussion does not apply to LOB datatypes (BLOB,
CLOB, NCLOB, and BFI LE). They do not use the PCTFREE
storage parameter or free lists.

See "LOB Datatypes" on page 13-14 for more information.

The PCTFREE Parameter

The PCTFREE parameter sets the minimum percentage of a data block to be
reserved as free space for possible updates to rows that already exist in that block.
For example, assume that you specify the following parameter within a CREATE
TABLE statement:

PCTFREE 20

This states that 20% of each data block in this table’s data segment will be kept free
and available for possible updates to the existing rows already within each block.
New rows can be added to the row data area, and corresponding information can be
added to the variable portions of the overhead area, until the row data and
overhead total 80% of the total block size. Figure 3-3 illustrates PCTFREE.
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Figure 3-3 PCTFREE
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The PCTUSED Parameter

The PCTUSED parameter sets the minimum percentage of a block that can be used
for row data plus overhead before new rows are added to the block. After a data
block is filled to the limit determined by PCTFREE, Oracle considers the block
unavailable for the insertion of new rows until the percentage of that block falls
below the parameter PCTUSED. Until this value is achieved, Oracle uses the free
space of the data block only for updates to rows already contained in the data block.
For example, assume that you specify the following parameter in a CREATE
TABLE statement:

PCTUSED 40
In this case, a data block used for this table’s data segment is considered unavailable
for the insertion of any new rows until the amount of used space in the block falls to

39% or less (assuming that the block’s used space has previously reached
PCTFREE). Figure 34 illustrates this.
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Figure 3-4 PCTUSED
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How PCTFREE and PCTUSED Work Together

PCTFREE and PCTUSED work together to optimize the use of space in the data
blocks of the extents within a data segment. Figure 3-5 illustrates the interaction of
these two parameters.
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Figure 3-5 Maintaining the Free Space of Data Blocks with PCTFREE and PCTUSED
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1i

In a newly allocated data block, the space available for inserts is the block size
minus the sum of the block overhead and free space (PCTFREE). Updates to existing
data can use any available space in the block. Therefore, updates can reduce the
available space of a block to less than PCTFREE, the space reserved for updates

but not accessible to inserts.
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For each data and index segment, Oracle maintains one or more free lists—Ilists of
data blocks that have been allocated for that segment’s extents and have free space
greater than PCTFREE. These blocks are available for inserts. When you issue an
I NSERT statement, Oracle checks a free list of the table for the first available data
block and uses it if possible. If the free space in that block is not large enough to
accommodate the | NSERT statement, and the block is at least PCTUSED, Oracle
takes the block off the free list. Multiple free lists for each segment can reduce
contention for free lists when concurrent inserts take place.

After you issue a DELETE or UPDATE statement, Oracle processes the statement
and checks to see if the space being used in the block is now less than PCTUSED.

If itis, the block goes to the beginning of the transaction free list, and it is the first of
the available blocks to be used in that transaction. When the transaction commits,
free space in the block becomes available for other transactions.
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Extents Overview

An extent is a logical unit of database storage space allocation made up of a number
of contiguous data blocks. One or more extents in turn make up a segment. When
the existing space in a segment is completely used, Oracle allocates a new extent for
the segment.

When Extents Are Allocated

When you create a table, Oracle allocates to the table’s data segment an initial
extent of a specified number of data blocks. Although no rows have been inserted
yet, the Oracle data blocks that correspond to the initial extent are reserved for that
table’s rows.

If the data blocks of a segment’s initial extent become full and more space is
required to hold new data, Oracle automatically allocates an incremental extent for
that segment. An incremental extent is a subsequent extent of the same or greater
size than the previously allocated extent in that segment.

For maintenance purposes, the header block of each segment contains a directory of
the extents in that segment.

Rollback segments always have at least two extents.

Note: This chapter applies to serial operations, in which one
server process parses and executes a SQL statement. Extents are
allocated somewhat differently in parallel SQL statements, which
entail multiple server processes.

See Also: "How Extents Are Deallocated from a Rollback
Segment" on page 3-30

Determine the Number and Size of Extents

Storage parameters expressed in terms of extents define every segment. Storage
parameters apply to all types of segments. They control how Oracle allocates free
database space for a given segment. For example, you can determine how much
space is initially reserved for a table’s data segment or you can limit the number of
extents the table can allocate by specifying the storage parameters of a table in the
STORAGE clause of the CREATE TABLE statement. If you do not specify a table’s
storage parameters, it uses the default storage parameters of the tablespace.
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Tablespaces can manage their extents either locally or through the data dictionary.
Some storage parameters apply only to extents in dictionary-managed tablespaces,
and other storage parameters apply to all extents.

See Also: "Space Management in Tablespaces" on page 4-11

Extents Managed Locally

A tablespace that manages its extents locally can have either uniform extent sizes or
variable extent sizes that are determined automatically by the system. When you
create the tablespace, the UNI FORM or AUTOALLCOCATE (system-managed) clause
specifies the type of allocation.

« For system-managed extents, you can specify the size of the initial extent and
Oracle determines the optimal size of additional extents, with a minimum
extent size of 64 KB. This is the default for permanent tablespaces.

« For uniform extents, you can specify an extent size or use the default size,
which is 1 MB. Temporary tablespaces that manage their extents locally can
only use this type of allocation.

The storage parameters NEXT, PCTI NCREASE, M NEXTENTS, MAXEXTENTS,
and DEFAULT STORAGE are not valid for extents that are managed locally.

Extents Managed by the Data Dictionary
A tablespace that uses the data dictionary to manage its extents has incremental
extent sizes, which are determined by the storage parameters | NI TI AL, NEXT,
and PCTI NCREASE. When you create a schema object in the tablespace, its first
extent is allocated with the | NI TI AL size. When additional space is needed, the
NEXT and PCTI NCREASE parameters determine the sizes of new extents. You can
modify the values of NEXT and PCTI NCREASE after creating a schema object.

See Also:

«  Oracle9i Database Administrator’s Guide

« Oracle9i SQL Reference

for more information about storage parameters
How Extents Are Allocated

Oracle uses different algorithms to allocate extents, depending on whether they are
locally managed or dictionary managed.
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Allocating Extents in Locally Managed Tablespaces

In locally managed tablespaces, Oracle looks for free space to allocate to a new
extent by first determining a candidate datafile in the tablespace and then searching
the datafile’s bitmap for the required number of adjacent free blocks. If that datafile
does not have enough adjacent free space, Oracle looks in another datafile.

Allocating Extents in Dictionary-Managed Tablespaces

In dictionary-managed tablespaces, Oracle controls the allocation of incremental
extents for a given segment as follows:

1.

Oracle searches through the free space (in the tablespace that contains the
segment) for the first free, contiguous set of data blocks of an incremental
extent’s size or larger, using the following algorithm:

a.

Oracle searches for a contiguous set of data blocks that matches the size of
new extent plus one block to reduce internal fragmentation. (The size is
rounded up to the size of the minimal extent for that tablespace, if
necessary.) For example, if a new extent requires 19 data blocks, Oracle
searches for exactly 20 contiguous data blocks. If the new extent is 5 or
fewer blocks, Oracle does not add an extra block to the request.

If an exact match is not found, Oracle then searches for a set of contiguous
data blocks greater than the amount needed. If Oracle finds a group of
contiguous blocks that is at least 5 blocks greater than the size of the extent
needed, it splits the group of blocks into separate extents, one of which is
the size it needs. If Oracle finds a group of blocks that is larger than the size
it needs, but less than 5 blocks larger, it allocates all the contiguous blocks to
the new extent.

In the current example, if Oracle does not find a set of exactly 20 contiguous
data blocks, Oracle searches for a set of contiguous data blocks greater than
20. If the first set it finds contains 25 or more blocks, it breaks the blocks up
and allocates 20 of them to the new extent and leaves the remaining 5 or
more blocks as free space. Otherwise, it allocates all of the blocks (between
21 and 24) to the new extent.

If Oracle does not find an equal or larger set of contiguous data blocks, it
coalesces any free, adjacent data blocks in the corresponding tablespace to
form larger sets of contiguous data blocks. (The SMON background process
also periodically coalesces adjacent free space.) After coalescing a
tablespace’s data blocks, Oracle performs the searches described in 1a and
1b again.
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d. If an extent cannot be allocated after the second search, Oracle tries to resize
the files by autoextension. If Oracle cannot resize the files, it returns an
error.

2. Once Oracle finds and allocates the necessary free space in the tablespace, it
allocates a portion of the free space that corresponds to the size of the
incremental extent. If Oracle found a larger amount of free space than was
required for the extent, Oracle leaves the remainder as free space (no smaller
than 5 contiguous blocks).

3. Oracle updates the segment header and data dictionary to show that a new
extent has been allocated and that the allocated space is no longer free.

The blocks of a newly allocated extent, although they were free, may not be empty
of old data. Usually, Oracle formats the blocks of a newly allocated extent when it
starts using the extent, but only as needed (starting with the blocks on the segment
free list). In a few cases, however, such as when a database administrator forces
allocation of an incremental extent with the ALLOCATE EXTENT clause of an
ALTER TABLE or ALTER CLUSTER statement, Oracle formats the extent’s blocks
when it allocates the extent.

When Extents Are Deallocated

In general, the extents of a segment do not return to the tablespace until you drop
the schema object whose data is stored in the segment (using a DROP TABLE or
DROP CLUSTER statement). Exceptions to this include the following:

« The owner of a table or cluster, or a user with the DELETE ANY privilege, can
truncate the table or cluster with a TRUNCATE. . . DROP STORAGE statement.

« Periodically, Oracle deallocates one or more extents of a rollback segment if it
has the OPTI MAL size specified.

« A database administrator (DBA) can deallocate unused extents using the
following SQL syntax:

ALTER TABLE t abl e_nane DEALLGCATE UNUSED

When extents are freed, Oracle modifies the bitmap in the datafile (for locally
managed tablespaces) or updates the data dictionary (for dictionary-managed
tablespaces) to reflect the regained extents as available space. Any data in the blocks
of freed extents becomes inaccessible, and Oracle clears the data when the blocks
are subsequently reused for other extents.
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See Also:
=  Oracle9i Database Administrator’s Guide
« Oracle9i SQL Reference

for more information about deallocating extents

Extents in Nonclustered Tables

As long as a nonclustered table exists or until you truncate the table, any data block
allocated to its data segment remains allocated for the table. Oracle inserts new
rows into a block if there is enough room. Even if you delete all rows of a table,
Oracle does not reclaim the data blocks for use by other objects in the tablespace.

After you drop a nonclustered table, this space can be reclaimed when other extents
require free space. Oracle reclaims all the extents of the table’s data and index
segments for the tablespaces that they were in and makes the extents available for
other schema objects in the same tablespace.

In dictionary-managed tablespaces, when a segment requires an extent larger than
the available extents, Oracle identifies and combines contiguous reclaimed extents
to form a larger one. This is called coalescing extents.

Coalescing extents is not necessary in locally managed tablespaces, because all
contiguous free space is available for allocation to a new extent regardless of
whether it was reclaimed from one or more extents.

Extents in Clustered Tables

Clustered tables store their information in the data segment created for the cluster.
Therefore, if you drop one table in a cluster, the data segment remains for the other
tables in the cluster, and no extents are deallocated. You can also truncate clusters
(except for hash clusters) to free extents.

Extents in Materialized Views and Their Logs

Oracle deallocates the extents of materialized views and materialized view logs in
the same manner as for tables and clusters.

See Also: "Materialized Views" on page 11-21 for a description of
materialized views and their logs
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Extents in Indexes

All extents allocated to an index segment remain allocated as long as the index
exists. When you drop the index or associated table or cluster, Oracle reclaims the
extents for other uses within the tablespace.

Extents in Rollback Segments

Oracle periodically checks the rollback segments of the database to see if they have
grown larger than their optimal size. If a rollback segment is larger than is optimal
(that is, it has too many extents), Oracle automatically deallocates one or more
extents from the rollback segment.

See Also: "How Extents Are Deallocated from a Rollback
Segment” on page 3-30

Extents in Temporary Segments

When Oracle completes the execution of a statement requiring a temporary
segment, Oracle automatically drops the temporary segment and returns the extents
allocated for that segment to the associated tablespace. A single sort allocates its
own temporary segment in the temporary tablespace of the user issuing the
statement and then returns the extents to the tablespace.

Multiple sorts, however, can use sort segments in a temporary tablespace
designated exclusively for sorts. These sort segments are allocated only once for the
instance, and they are not returned after the sort but remain available for other
multiple sorts.

A temporary segment in a temporary table contains data for multiple statements of
a single transaction or session. Oracle drops the temporary segment at the end of
the transaction or session, returning the extents allocated for that segment to the
associated tablespace.

See Also:

« "Introduction to Temporary Segments" on page 3-20

« "Temporary Tables" on page 11-12

Segments Overview

A segment is a set of extents that contains all the data for a specific logical storage
structure within a tablespace. For example, for each table, Oracle allocates one or
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more extents to form that table’s data segment, and for each index, Oracle allocates
one or more extents to form its index segment.

Oracle databases use four types of segments, which are described in the following
sections:

« Introduction to Data Segments
« Introduction to Index Segments
« Introduction to Temporary Segments

« Introduction to Rollback Segments

Introduction to Data Segments
A single data segment in an Oracle database holds all of the data for one of the
following:
« Atable that is not partitioned or clustered
= A partition of a partitioned table

= A cluster of tables

Oracle creates this data segment when you create the table or cluster with the
CREATE statement.

The storage parameters for a table or cluster determine how its data segment’s
extents are allocated. You can set these storage parameters directly with the
appropriate CREATE or ALTER statement. These storage parameters affect the
efficiency of data retrieval and storage for the data segment associated with the
object.

Note: Oracle creates segments for materialized views and
materialized view logs in the same manner as for tables and
clusters.

See Also:

«  Oracle9i Replication for information on materialized views and
materialized view logs

«  Oracle9i SQL Reference for information on the CREATE and
ALTER statements
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Introduction to Index Segments

Every nonpartitioned index in an Oracle database has a single index segment to
hold all of its data. For a partitioned index, every partition has a single index
segment to hold its data.

Oracle creates the index segment for an index or an index partition when you issue
the CREATE | NDEX statement. In this statement, you can specify storage
parameters for the extents of the index segment and a tablespace in which to create
the index segment. (The segments of a table and an index associated with it do not
have to occupy the same tablespace.) Setting the storage parameters directly affects
the efficiency of data retrieval and storage.

Introduction to Temporary Segments

When processing queries, Oracle often requires temporary workspace for
intermediate stages of SQL statement parsing and execution. Oracle automatically
allocates this disk space called a temporary segment. Typically, Oracle requires a
temporary segment as a work area for sorting. Oracle does not create a segment if
the sorting operation can be done in memory or if Oracle finds some other way to
perform the operation using indexes.

Operations that Require Temporary Segments
The following statements could require the use of a temporary segment:

= CREATE | NDEX

- SELECT ... ORDER BY
= SELECT DI STINCT ...

- SELECT ... GROUP BY
« SELECT ... UNION

« SELECT ... I NTERSECT
« SELECT ... MNUS

Some unindexed joins and correlated subqueries can also require use of a
temporary segment. For example, if a query containsa DI STI NCT clause, a
GROUP BY, and an ORDER BY, Oracle can require as many as two temporary
segments. If applications often issue statements in the previous li